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RCDP: Raptor-based Content Delivery Protocol for
unicast communication in wireless networks for ITS

Miguel Baguena, C. K. Toh, Carlos T. Calafate, Juan-Carlos Caetrof¥anzoni

Abstract: Recent advances in Forward Error Correction (FEC) ing the main trend to avoid retransmissions since suclesfies
coding techniques were focused on addressing the challenges ofjenerally does not scale well in large deployments, andelesyd
multicast and broadcast delivery. However, FEC approaches can introduced by retransmission adversely affects perfooean
also be used for unicast content delivery in order to solve TCP is-  op, the other hand Application Layer Forward Error Correc-
sues found in Wi_reless networks. In this paper, we exploit the error tion (AL-FEC) is a coding technique that allows generatiirg v
resilient properties of Raptor codes by proposing RCDP - a novel tually infinite recovery symbols which can be used to recover
solution for reliable and bidirectional unicast communication in S . .

data at destination even if part of the data is lost. The AICFE

lossy links that can improve content delivery in situations where the . . .
wireless network is the bottleneck. RCDP has been designed, valli-Strategy differs from other FEC approaches in that it ojgerat

dated, optimized, and its performance has been analyzed in terms the application Iaye_r, and sono changes are required aies |
of throughput and resource efficiency. Experimental results sow ~ network layers. This technique has been used mostly foidbroa

that RCDP is a highly efficient solution for environments charac- casting and multicasting purposes, due to the effectisenés

terized by high delays and packet losses making it very suitable fountain coded data at recovering missing data with a minimu

for Intelligent Transport System (ITS) oriented applications since overhead.

it achieves significant performance improvements when compared  |n this paper we propose RCDP, a unicast content delivery

to traditional transport layer protocols. protocol based AL-FEC. It uses Raptor codes, a particukrly
ficient class of AL-FEC codes, to create a solution nearly im-

Index Terms: Application-layer FEC; Raptor codes; unicast con-  myne to channel losses. Basically, RCDP relies on packestra

tent delivery; testbed. to estimate the end-to-end capacity instead of using a windo
based rate control like TCP. Data are partitioned into iredep

[. Introduction dent blocks, which are protected by as many FEC symbols as

necessary for successful block recovery at the receiveoutin

a real implementation and testbed tests we validate outisoju

proposing optimizations at different levels.

We have organized this paper as follows: in section Il we
present related work. In section 1l we explain our protoabl
tending to its main characteristics. In section IV we pra@pos
new improvements for our RCDP protocol. In section V we per-
form the intensive set of proofs that evaluates the behafior
Sthe protocol. Finally section VI concludes the paper.

Wireless channels are characterized by low signal levalt, m
tipath interferences, fading signal, etc. that tend to cedrans-
mission throughput. This has motivated researchers t@$bb/
specific problems that they produce. Most research effahisn
area have focused on allowing existing wired network profoc
to operate without changes, or on creating new protocotstiea
compatible with the already existing ones. Therefore, detiaf
between compatibility and performance is established avtier
former usually has the mostimportance. However, therecare
narios where compatibility is not critical but performarisef
capital importance. In these scenarios other ways of aotiost
be explored. Many proposals to mitigate TCP problems or to expose an

The classic TCP [16] protocol is a perfect example of thaternative protocol to TCP were proposed recently. Thesk-t
performance losses experienced when attempting to use cligues can be classified [2] into five categories: (i) linkeliaso-
sic wired network protocols and applications over wirelests lutions, (i) split-connection solutions, (iii) TCP-enteements,
works. TCP uses packet losses for congestion detection g} MANET-specific proposals and (v) FEC based solutions.
cause this is the main reason for packet losses in wired meswo  In terms of link layer solutions, the AIRMAIL protocol [1]
However, in wireless networks, channel problems are th& m@smbines both retransmission and error correction to irro
frequent cause for loss. This characteristic means that iSCFerformance; the Snoop protocol [3] relies on an agent tectiet
unable to efficiently use the whole bandwidth available ia thchannel losses; additionally, Tulip [15] enforces retraission
channel. The research community [14], [9], [6], [10] has-pracceleration at the MAC level.
posed different strategies to adapt TCP to wireless netsybe  With respect to split-connection approaches, which divide

each TCP connection into two separated ones, Mobile TCP [4]
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combines the Go-Back-N approach and the selective ACK; Caeehnique allows us to recover the original data even when pa
eres and Iftode [5] propose a fast retransmission solufieni&  of the information is lost. This behavior, mapped into a com-
ically focused on mobile communications. puter network, makes us able to ignore packet losses coshplet

In terms of MANET-specific proposals, TCP-F [6] uses RFNherefore, the original information is recovered throughvly
and RNN packets to stop and start packet transmission, whileoming packets, not requiring any information to be netra
Ad-hoc TCP [10] also defines states in the sender; both anitted by the sender. Note that such characteristic is commo
examples of research efforts specifically focused on impgpv to all fountain codes [13], being Raptor codes [19] a paldidy
TCP performance in MANETS. efficient FEC scheme within this group.

Finally, focusing on FEC-based solutions, Luby et al. [11] Another important feature of RCDP is the use of UDP to
propose a solution for reliable file delivery over mobiledmle implement a rate control strategy that avoids TCP-like wimd
cast networks, concentrating on Raptor codes for Multimedbased rate control. Instead, RCDP generates packet triims w
Broadcast and Multicast Services (MBMS) within the scope afvery regular pattern, and uses an end-to-end bandwidth mea
the 3GPP specification. Authors emphasize on the goodnessuement strategy to determine the available bandwidthis Th
the solution, and consider that Raptor codes are applidablestrategy allows the receiver to detect changes on the chisnne
other scenarios such as video broadcasting over the Intnde bandwidth simply by measuring the time differences between
peer-to-peer distribution. Overall, authors predict thath the consecutive packet arrivals. The receiver can then serdrthi
availability of powerful and low-complexity Raptor codesany formation back to the sender, allowing it to adjust its segdi
innovative applications and services are enabled in a Viiry erate to the most appropriate value in order to maximize tineu
cient and reliable manner. In this paper, we adopt theseeguiggut. Note that this strategy is not applicable to any broad-
lines, although relying on Raptor codes for unicast content cast/multicast based content delivery scheme previously p
livery instead. posed [11].

Our proposal differs from previous solutions by addressing Another important difference between RCDP and previ-
reliable two-way communications following a completelwab ous solutions based on Raptor codes proposed for multi-
approach. In particular, our solution is based on a novektra cast/broadcast information dissemination is the protsyoh-
port protocol which relies on Forward Error Correction toreo metry on both sides in the communication process. In previ-
pletely avoid retransmissions, along with an end-to-emtlba ous proposals, each endpoint only assumes one role: sender o
width estimation technique to perform rate control. Theisoh receiver. With RCDP, we provide flexibility by allowing both
we offer does not require intermediate nodes to activeljigar sides to send and receive data in the same communication pro-
ipate in the process, nor introducing any hardware changes.cess.
terms of implementation, no windowing or retransmission-co  In order to follow the standard protocol layering strategy,
trol has to be performed, which simplifies the tasks on bothe split the implementation of RCDP into different sublayer
transmitter and receiver sides. To the best of our knowledgecording to the different tasks required, namely FEC apdin
no similar solution has been proposed so far that offer effici and rate control. Figure 1 shows the complete structureef th
and robust content delivery while supporting reliable aid BRCDP protocol, highlighting the most important elementd an

directional communications. their combination. Below, we discuss the most relevantgiesi
issues, and how the different elements of the architectave h
lll. The RCDP protocol been implemented in software.

Nowadays, there are a lot of application layer protocolglus
for content delivery purposes, such as HTTP [7], FTP [17d a
RTP [18]. When end-to-end reliability is required, most solu In RCDP, information is encoded to protect it against packet
tions rely on the TCP protocol at the transport layer becéuséoss. The selected coding scheme, Raptor codes, uses a fixed
is the most widely used, from operating systems to specific dgock coding strategy where information to be sent must be di
plications. However, when attempting to deliver contersro vided into fixed size blocks, callesburce blockswhich are then
wireless networks, TCP-based solutions suffer from loviqrer encoded separately. From each block of data, smaller pieces
mance since TCP is unable to distinguish whether the packet generated; these pieces, caigthbolsare encapsulated in
losses detected are due to network congestion or chariagdde data packets and delivered to the destination. We use axsyste
problems. Thus, efficient content delivery solutions sticag atic Raptor coding scheme where the first set of symbolsaall
sought to optimize performance in wireless environments.  source symbolsare an exact replica of the content in the source

To achieve this goal, we introduce our novel Raptor-basetbck itself, and so they can be directly obtained beforesitie
Content Delivery Protocol (RCDP). RCDP is a full-duplex eortual encoding process starts. An unlimited numbereabvery
tent delivery solution which encompasses sending andviegei symbolsare then generated through encoding of the source sym-
processes at both client and server sides. To achieve an erpols to allow filling-in the information gaps caused by tnas
resilient solution, RCDP combines the use of the UDP prdtocgion losses.
at the transport layer with an AL-FEC strategy. The use of anThe coding process is divided in two complementary sub pro-
AL-FEC strategy allows the creation of a content delivetjyso cesses: the encoding process in the data sender and thédecod
tion which is nearly immune to packet losses, and also avoigcess in the data receiver. Additional information muesirb
the well known TCP problems in wireless networks. In particluded in a header by the encoding process in order to make
ular, RCDP’s AL-FEC relies on Raptor codes. This encodingpssible the decoding process. The packet header defin@d at t

. Raptor encoding and decoding process
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Fig. 1: RCDP implementation diagram.

Algorithm 1 Raptor data processing at the sender. Algorithm 2 Raptor data processing at the receiver.
1. While (there is information to sendjo 1. While (information is comingdo
(a) Read next data block from upper sublayer (a) Receive symbol
(b) Split data block into source symbols (b) If (belongs to current blocldo
(c) For (all symbols createdjo i. Store itin memory
i. Packetize symbol ii. If (received enough symbols to recover the data bldck)
ii. Send packet A. Recover the data block
(d) Perform Raptor encoding of data block B. Handle it to the upper sublayer

(e) While not (receivedsuccessfully recovered bloolessage) C. Generatesuccessfully recovered blonkessage
do
i. Generate recovery symbol

ii. Packetize recovery symbol
iii. Send packet block until the information flow from the top sublayer ends, o

the connection is lost.

With regard to the receiver, it takes the sequence of steps de
scribed in algorithm 2. Thus, itis continually awaiting ezeive
level consists of four fields: (i) the number of source symbothe symbols of a block (both source and recovery symbols),
in the original message, (i) the first symbol identifier)(ihe which are stored in memory. When it has enough symbols to
block identifier, and (iv) the block size. recover the source block, it proceeds with the recoverygssc

The sender, as described in algorithm 1, starts by retgeviand sends auccessfully recovered blonktification back to the
the information to be sent from the application interfacb-susender; such notification also serves for flow control pugpos
layer. It then splits this information into one or more s@urcThe recovered block is then handed over to the top sublayer, a
blocks. Each source block is subdivided into pieces calldlais entity goes back to the symbol reception state. Notg tha
source symbolsThe symbols size is typically the maximum sizén case the channel is lossless, successful decoding tédess p
that fits in one packet (header included). We add a headecko emnmediately after all the source symbols are received, ingan
symbol to create an RCDP packet, which will be handled by thigat recovery symbols are not necessary. In those sitisatien
lower sublayer. Note that, since we rely on systematic RapRaptor-related delays are reduced to a minimum, as desirabl
codes, source symbols can be sentimmediately, withouingait  To recover information at the destination, any combinatibn
for the recovery symbols generation process to complete.  the original symbols and the recovery symbols allows reitnig

These source symbols are used as input for a two stage ogfdthe original information. In fact, for the most recent sien
ing process. In the first stage, pre-coded symbols are gensfrthe Raptor libraries [12], the probability of succesbfule-
ated. Then, through an arithmetic combination of these prgading a total of symbols received is shown by equation 1,
coded symbols, an infinite number of recovery symbols can be
generated. Pree >1—107200=k+D o > (1)

The Raptor encoding output includes both source and recov-
ery symbols; the latter are also packed and handled to théoend
end management sublayer for delivery. The latter task gnes o which means that, to recover a source block with symbol size
uninterruptedly until a successfully recovered blockincdtion k, the probability of a successful decoding is greater the 99
is received. The sender repeats this process with the fiolipw if k encoded symbols are received, greater than 99.99% if k + 1




symbols are received, and greater than 99.9999% if k + 2 sym-

bols are received. T, = 8 X N X Pyize

7 @

B. The rate control scheme

In wireless networks, channel bandwidth is continuous[g/ Note that the Raptc_)r_(_ancoder_generates symbqls of the same
ize, which must be initially defined. In our solutioR,;.. is

changing due to variable link quality, variable congesstates, i . L

or even variable paths. Therefore, we have to create a rgfgt';;ﬁ ?gllg\(/:v(;?jnkjgln%q?stﬂ';'%:l?)i/neqr_lze nl\q/l(;l'ntiétis(;r:élarly to the ap-
control system that can easily adapt to highly variable ngtw P y P '

statgs, taking advgntage of addiFiongI bandwidth available- - Implementation details

ducing the bandwidth consumption in the presence of othtar da

flows. To accelerate the development of the proposed RCDP pro-

The rate control algorithm we proposed is based on chanfff©!: we relied on the UDT library [8], which is a commu-
bandwidth estimations made by the receiver. These estngati Nications library written in C/C++ that is available for Lir,
are calculated based on packet arrival patterns, and am@eet Solaris ancj Wmdo_ws platforms. Th|s.I|brary offers all theaf _
to the sender as soon as they are obtained in order to allow &S required to implement RCDP, including socket creatio
sender to quickly respond to the bandwidth changes detecte@nd configuration for communication with applications, eec

The proposed strategy consists of grouping data packetst'ﬂp startup and closing, information delivery and reonazrmtet_c.
packet trains, and sending them at a rate higher than the Ji!S, We took advantage of the support code of the UDT library
estimated by the receiver as being supported by the endeto-&S @ Starting point to develop RCDP. _
path. This way, when there is more bandwidth on the chap-C0ncerning the Raptor modules, they were developed using
nel than the one previously estimated, packets arrive atethe 1€ libraries provided by Digital Fountain If¢.released un-
ceiver faster than expected. In such case, the receives saott J€r @n academic research agreement. In particular, welrelie
a new bandwidth estimation reporting that transmissiordeon©" version 11 of the Raptor libraries for Linux to perform eod
tions have improved; this allows the sender to increaseghe-s Ing/decoding tasks. o
ing rate to take advantage of that situation. Otherwisehef t Ve have implemented our RCDP solution in a four-layer ap-
channel conditions have become worse, packets will arrive

pgoach, following the architecture shown in figure 1. Our im-
a rate lower than expected because of the higher delays e

gmentation combines a multilayered approach with a multi
rienced. Likewise, the receiver sends back a report so lieat Hré2ded approach, where different modules are combingd an
sender proceeds to decrease the sending rate accordingly.

different threads cooperate to achieve an efficient andstaim+
To implement this idea, we have devised the following af4tion-

gorithm: while the sender is injecting packets, the reqeive At the top, we have the application interface sublayer, whic
continuously doing bandwidth estimations, one for eactkeic offers the typical sockets interface, thus allowing theali@per

train, and sending back bandwidth reports)( These band- to easily update any application. It also simplifies the deye
width reports are used by the sender as a reference foratadat OPMent of new applications due to the use of a standard inter-
justments. It applies them a correction parametdr s shown face. It encompasses the A_PI module, Whlch_acts as an ioterfa
in equation 2, to obtain a target data rate. Parametes varies between top level applications and the services offerechby t

between 0 and 1, and its purpose is to slightly reduce thetariorary: At the sender side, it receives and stores the dalet
data rate to avoid saturating the channel, thus offeringanta  >¢Nt: Making these data available to lower layers. At theivec

channel room for other best-effort traffic. The target date r SId€: it supplies incoming information to the application.

will be the one we expect to measure at the receiver side. A€ second layer is the Raptor sublayer. It encompasses
correction factor ¢) allows the determination of train ratgy) P°th data encoding and decoding modules, and offers encod-
from the target data rate (see equation 3), wheiea value be- ing/decoding services to upper layers. These modules rely o

tween 0 and 1. The train rate will be the actual rate used to s€R@PtOr codes to generate a virtually infinite flow of symbols
the packets of a train. which can be used to fully recover sent data blocks, if negded

this will be the actual data sent to the destination. Rapter e
Ri=BxC, ) coding introduces loss resilience by shielding the trassion
against packet corruption or loss. At the sender side, the en
coding module encodes the information received by the egpli
1 tion interface sublayer, handing packets over to lowerasyeyl
Q== XR; (3) buffers. At the receiver side, the decoding module is resjpon
a ble for decoding the information received by the lower sybta
and for handling it to the application sublayer.

: \éVhe? thte packet trairtwhistiﬁnt,dittis fotllowed by a pause P€"The third layer is the end-to-end bandwidth management sub-
riod (inter-train gap) so that the data rate over one perigd ( layer. It encompasses both sending and receiving modules,

matches with the target data rafe;}, which is the data rate We\ hich are responsible for rate control purposes, detengini

expect to find in the channel on the long term. Thilsis cal- the end-to-end available bandwidth and tuning the trarsoms

culated based on the target data rate, the number of packe inal h hani I ining f
a train (V). and the packet size expressed in bytBs.() as tPalte accordingly. Such mechanisms allow obtaining feeklbac

shown in equation 4. I'Licensed by Qualcomm Inc.



about the network state, a strategy which strongly diffessnf that allows defining the amount of coding work to perform step

the TCP’s approach, which is based on packet loss detectionby step. By applying this enhancement, we avoid the need to
Finally, the bottom layer is the channel abstraction sudiay perform encoding only after the sending of source symbols is

which includes a channel abstraction module that simplgsercomplete, introducing a pseudo-parallel processing wittioe

and receives packets to and from an UDP pipe. need of using threads. However, this approach could intedu
Note that all these modules are executed at the user spaaklitional problems related to the regularity with which gys-

being the interaction with the kernel limited to UDP exchasig tem is able to deliver the packets of a train due to the high CPU

) usage and low granularity level at this point. As explained i
IV. Protocol improvements section Ill, packet trains play an essential role in our sofu

RCDP uses Raptor codes (which incur a linear cost in th assess bandwidth availability in an end-to-end basis,san

coding algorithms) that will require efficient implemeritet. their regularity is critical.

Moreover, since we adopt a user-level development approachThe last approach that we have explored is to optimize the

there are additional delays associated with the switchigg tbuffer's size. If we consider the encoding process as agurre

tween kernel and user modes that do not appear in kernel lekglinjection of source and recovery symbols to be senteaubt

approaches, and whose effects should be mitigated. of two periods of symbol generation followed by an intermedi
_ o ate pause, we can use a buffer to regulate symbol generation t
A. Baseline optimizations the lower layers. In this case, the only parameter that meist b

To optimize the performance of the solution presented abos@Tectly tuned is the buffer size. We must ensure that tirestr
we have to tackle several issues. Below we describe three ingnission time of buffered packets will be greater than thergpd

pendent improvements that are able to boost performance. time to avoid starvation at the queue level. The buffer saéc
be estimated empirically or analytically, using equation 5

A.1 Encoding module optimizations

An in-depth analysis of the encoding tasks reveals thevsllo B, > I.- BW
ing sequence of actions: first, the pre-coding task is perdol: P
Afterward, source codes are delivered to the next modulenTh ) . )
the coding task takes place and recovery symbols are gederat WNere 5 is the minimum size that the queue buffer should
being fed to the sending module’s buffer. At the receiveesid@ve: in number of packetd.. is the block coding timeBW
symbols are received and are also stored in a buffer. When fh&1e maximum bandwidth that the channel can achieve (& bit
necessary number of symbols is received, the decoding gsodiel second), and; is the packet size (in bits). _
begins. When a block is successfully recoveredyecessfully  !f the buffer size is chosen according to equation 5, the shpa

recovered blockotification is embedded in each packet train réf the coding process could be completely mitigated, and the
port that is returned to the sender, telling the latter taewio S€Nder may operate without delays, as if the stream of synbol

the next block upon receiving it, in order to establish thevfloWas continuous.
control.

This encoding process can be further optimized. Since
are using systematic Raptor codes [19], the first output s§snb A second issue that must be considered is related to thegimin
from the encoder are the source symbols themselves, and s@eeuracy for the packet generation process. The most precis
pre-processing for this first set of symbols is required, mmep way to send packets at regular intervals, as required tdecrea
that they can be sent without actually requiring any enapttin a packet train, is to implementtasy waitingscheme until the
take place. However, the Raptor encoding process is manydatime when a packet must be sent. However, this techniquedvoul
to create the recovery symbols. We can see this series afitasknvolve an inadmissible CPU overhead. An alternative isoint
a sequential way, as shown in figure 2a. Following this datg floducing a lower CPU overhead to put the sender thread to sleep
a delay between the first (source) and the second (recovery)l®etween two consecutive packet generation events. Thit is,
of symbols is introduced. To optimize this sequence of taskmckets of a same train are to be sent eveanjlliseconds, the
we reconfigure the encoding process so as to eliminate tag dehread sends a packet, sleepstfarilliseconds, and then wakes
between the two sets of symbols, thereby avoiding additigera up to send another packet. The main drawback of this approach
riods when no packets are sent. In figure 2b, we schematize iththat there is an additional delay in this sleeping and awiig
target parallelized solution, where partitions indicatattboth procedure caused by non instantaneous awakening. Therefor
sending and coding processes are performed in parallel. a delay between the programmed awakening time and the real

There are several ways to implement this optimization. Tlavakening time takes place, negatively affecting the pieai
most intuitive one is to execute them using different thseadf this procedure.
However, this approach increases the software overhedohgad The proposed solution to this problem relies on a two phase
function calls that may introduce thread creation and wgke approach, where, in the first phase, a timed waiting period co
delays. Therefore, we would go with other optimizationg thaesponding to a fraction of the sleeping time takes placea In
do not imply adding extra software overhead. second phase, the last part of the idle period is a busy waitin

Another one could be splitting the coding process into snallBy varying the ratio between both periods we are able to aehie
slices, interleaving them with the delivery of source syiabo different trade-offs between packet injection time accyrand
This technique is possible since we use a Raptor Codingyibra&CPU load.

(5)

v/?éz Packet generation time accuracy
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Fig. 2: Proposed coding process enhancements.

A.3 Early decoding feedback

A third element prone to optimization is the instant when th:
source is warned about the correct decoding of the currenkbl

(Main thread)
By default, this occurs only when the block decoding procedu
is successfully completed. However, since the Raptorribsa _Buffer |

APl module API module

(Main thread)
N /
e}

N
provide feedback about the viability of the decoding preces By V‘N e
even before this process starts, the receiver can warn titeise “module. module.
Buffer

Receiver thread

about it much earlier, thus avoiding wasting time and nekwor e
resources by preventing the generation of additional regov w >
symbols when they are no longer required.

(a) Sequential coding design.

B. Multithreading support

Since hardware architecture trends clearly follow the mult
processor path, we therefore take advantage of this feakare
our original implementation, blocks are sequentially keddor
encoding. Some library initialization procedures must be p

APl module

(Main thread)
N /l
e}

Raptor encoding

API module

(Main thread)
N /)
e}

formed for every block, thus introducing a startup overhead
the encoding process. In this section we propose a perfagnan
improvement strategy that exploits parallel processingviad

Controller

Raptor decoding
module

Decoder

Decoder

Encoder Encoder

this problem. ||

Figure 3a shows the original design for the Raptor cod @ @Z
ing module in RCDP, where a sequential processing designw
adopted. To take advantage of multithreading capabilites
alternative design is proposed. Figure 3b shows the atieena
design when adopting multithreaded coding for both sender a
receiver. In both schemes, threads are represented ascaod
data structures as rectangles.

Concerning parallel encoding, it uses two independent
threads to encode data blocks in parallel. We will use this
new feature to overlap two different encoding processesetty When several threads are working cooperatively, as in the
avoiding idle periods in the network. To achieve this godlew aforementioned cases, processing overhead associatbd wit
a block is being sent, the following block starts being emtbd thread management can become a problem. As occurs in all
Due to this preloading of the next block, the sending proegiés processes whose complexity is incremented, additionblaoé
be improved by parallelizing all the management structures overhead must be considered. Therefore, these additional p

Parallel decoding adds to the previous one the ability to deessing delays, which could downgrade performance compare
code up to two blocks in parallel. This can be used, as paralle simpler, sequential implementations. It is importandéter-
coding, to get a decoder ready to work without delay while thraine the optimal trade-off between parallelization andbgad
previous block is being decoded. to achieve the maximum performance.

&v

Euﬁe% Euﬁeq
(b) Multithreaded coding design.

Fig. 3: Coding design options in RCDP.
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V. Performance evaluation

In this section, we will quantify the difference between the s
original implementation, described in section Ill, and ti-
mized one described in section V. a0 f

Our experiments were made with real working software 021
the GNU/Linux platform. To ensure that the test sequences we 4, |

<

reproducible, we created a controlled environment foringst g
using channel emulation. We created a network black box ov%rzo |
an Ethernet connection that emulates a configurable paint-t

point connection between two wireless hosts. It can be con-
figured by setting parameters such as the packet loss rate, th* [

available bandwidth or the end-to-end delay in order to abaul

RCDP —+—
) . . | Optimized RCDP ---x-—-
different wireless channel conditions. The proposed nkwo  °; 0 2 3 @ s o 70 s w100
black box was initially validated to make sure that test ltssu File size (MByte)

were reliable, and that all the comparisons we made were fair

! ! ! ! ! !

Fig. 6: Throughput vs. file size in a network environment with

50 Mbps bandwidth and a 10 ms delay (null error rate).
In this section, we study the performance of both RCDP ver-

sions when varying the available channel bandwidth, thetend

end packet loss ratio, and the size of the contents to beedetly would show a linear throughput decrease for increasingggack
Figure 4 shows the throughput achieved when varying th@ss ratios. We find that, in general, both RCDP versions ap-

available bandwidth. We observe how, in general, the diffgproximately follow this trend. Results show that error inmiiy

ent RCDP versions tested behave as expected, experientingeanains similar to the original RCDP implementation in tipe o

almost linear throughput increase as the available banthirid timized one, although actual throughput values basicalpetd

creases. We find that the optimized version is able to actsieven the different enhancements proposed, as explained above

higher degree of productivity compared to the original ole. In figure 6, we can see the throughput performance when

particular, when compared to the original RCDP implementsarying the size of the delivered content. Note that, when th

tion, combining baseline optimizations with parallel auglial- file size is small, the average throughput is low becausenihe i

lows increasing throughput by about 45% in the best casehwhfial startup time overhead is similar to the transmissiareti A

is a very substantial improvement. Besides throughputrarera similar effect occurs with TCP as well. For greater files sjze

ments, the block preload technique described in sectioB,lV-the impact of the startup times on throughput become négigi

along with the buffer size optimization described in setiig- Once again, actual throughput values depend on the differen

A, enables the generation of a continuous symbol flow whi¢tancements proposed.

contributes to a more regular transmission rate compar#tkto _ )
original RCDP. B. Resource consumption analysis

A. Performance evaluation under different conditions

In figure 5, we can see the throughput performance whenWe now focus on the computational resources required by
varying the packet loss rate in the network. The desiredieha RCDP and our proposed optimizations. The results were ob-



and ad hoc networks while offering performance levels simil

Table 1: Resource consumption

CPU utilization RAM Consumed

Version Client | Server | Client ‘ Server
RCDP 13% | 57% | 10MB | 77 MB
Optimized RCDP| 23% | 60% | 58 MB | 120 MB

to TCP in low loss environments. Therefore, it representsaalg
alternative to apply this protocol in intelligent transpsystems.
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periodically measure the CPU utilization (CPU time used di-
vided by the time the process has been running) and RAM uti-
lization at the both client and server. Note that, despite- si
ilar software is running on both client and server, and despj1]
communication is bidirectional, data is being transfemexstly
from server to client. The server will mostly be performiraal 2]
encoding tasks, while the client will be performing decadin
tasks instead. Thus, for our baseline RCDP implementattien,
server CPU load is about 40% greater than the load at thet.cliéﬂ
Table 1 shows the additional CPU overhead of both original
and optimized RCDP. We can see how CPU utilization is incrﬁ-]
mented in both client and server. However, it is a little @roent
if compared to the throughput increment shown in previogs sd]
tion. Focusing on RAM usage, RAM increment is bigger due
to structure duplication needed to perform optimized tabks [g]
it is maintained at very low values compared to current RAM
availability in most devices. 71
Overall, results show that, despite both client and seilvaires
the same protocol architecture, the emphasis on eithedergo
or decoding tasks results in different behaviors. In botesa (6]
the requirements and complexity of Raptor encoding impose
more overhead on the server compared to the client: about 4%
in terms of CPU, and around 60 MB in terms of RAM.

VI.

TCP has the gift and curse of being the most widely usé&dl
transport protocol in the world. It was created when wiretd ne
works were dominant and it was designed primarily for that en
vironment. However, as we move towards the wireless era, {#&l
find that TCP is not highly efficient under certain wirelesarch
nel conditions. In fact, to maximize performance in an envi-
ronment characterized by high delays and high packet loss rd13l
such as those where ITS are deployed, other alternatives My
be sought. In this article, we present RCDP - a content dglive
solution designed to exhibit a higher throughput than TCéreun [15]
those conditions.

RCDP is a full-duplex content delivery protocol which intro[16]
duces a bidirectional communication scheme following a-co
pletely novel approach. It encompasses the sending and+ec
ing processes at both client and server, using an AL-FE strfas]
egy to provide a reliable transmission without any retraesm
sion requirements.

Experimental results in a realistic testbed show that elren 120]
most basic implementation of RCDP achieves a high degree of
throughput. RCDP also shows a near ideal throughput curve
when varying the packet loss rate. When applying different en
hancements proposed in the paper, we find that throughmislev
are further improved. Overall, we consider RCDP as an useful
alternative to TCP in wireless environments such as vesicul

Conclusions and future work [10]

7]

[29]
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