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# 2 Secure Hypervisor Verification

## 2.1 Formal methods in secure hypervisors

- **2.1.1 Deductive verification**
- **2.1.2 Theorem provers**
- **2.1.3 Static code analysis**

## 2.2 Formal methods in safety standards

- **2.2.1 RTCA Standards**
- **2.2.2 IEC-61508 Standards**
- **2.2.3 ECSS Standards**
- **2.2.4 Common Criteria Framework**

## 2.3 Summary

---

# 3 XtratuM foundations: A formalisation approach.

## 3.1 Introduction

## 3.2 XtratuM Overview

- **3.2.1 XtratuM Architecture**

## 3.3 Trustability enforcement

- **3.3.1 Interrupt Model**
- **3.3.2 Fault Management Model**
- **3.3.3 System specification**

## 3.4 Hypervisor model

- **3.4.1 Hypervisor state variables**
- **3.4.2 General properties**
- **3.4.3 Spatial isolation properties**
- **3.4.4 Temporal isolation properties**
- **3.4.5 Hypervisor state management**
- **3.4.6 Hypervisor pre- and post-conditions**

## 3.5 Conclusion

---

# 4 Formal Validation of XtratuM Components

## 4.1 Introduction

- **4.1.1 XtratuM Hypervisor core**

## 4.2 Deductive Formal Methods

## 4.3 Proposed Approach
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