
 

Document downloaded from: 

 

This paper must be cited as:  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

The final publication is available at 

 

 

Copyright 

 

Additional Information 

 

http://hdl.handle.net/10251/159141

Potthast, M.; Rosso, P.; Stamatatos, E.; Stein, B. (2019). A Decade of Shared Tasks in
Digital Text Forensics at PAN. Lecture Notes in Computer Science. 11438:291-300.
https://doi.org/10.1007/978-3-030-15719-7_39

https://doi.org/10.1007/978-3-030-15719-7_39

Springer-Verlag



A Decade of Shared Tasks in
Digital Text Forensics at PAN

Martin Potthast1, Paolo Rosso2, Efstathios Stamatatos3(B), and Benno Stein4

1 Department of Computer Science, Leipzig University, Leipzig, Germany
2 PRHLT Research Center, Universitat Politècnica de València, Valencia, Spain
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Abstract. Digital text forensics aims at examining the originality and
credibility of information in electronic documents and, in this regard,
to extract and analyze information about the authors of these docu-
ments. The research field has been substantially developed during the
last decade. PAN is a series of shared tasks that started in 2009 and sig-
nificantly contributed to attract the attention of the research community
in well-defined digital text forensics tasks. Several benchmark datasets
have been developed to assess the state-of-the-art performance in a wide
range of tasks. In this paper, we present the evolution of both the exam-
ined tasks and the developed datasets during the last decade. We also
briefly introduce the upcoming PAN 2019 shared tasks.

1 Introduction

Digital Text Forensics is a text mining field examining authenticity and credi-
bility issues of information included in electronic documents. It is closely related
with text reuse and deception detection applications. But its main focus is on
authorship analysis, aiming to reveal information about the author(s) of elec-
tronic documents. This is crucial in applications of cybersecurity, digital human-
ities, and social media analytics. Writing style, rather than topic information, is
the primary factor in text forensics tasks [11].

PAN1 is a series of shared tasks in digital text forensics, started in 2009,
and held in conjunction with CLEF evaluation labs since 2010 [35,38]. During
the last decade, PAN explored several text forensics tasks and attracted the
attention of the international research community. A significant number of new
evaluation datasets covering multiple languages and genres have been developed

1 The acronym originates from the title of the first PAN workshop held at SIGIR-2007:
Plagiarism analysis, Authorship identification, and Near-duplicate detection [36].
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Fig. 1. Development of the most important digital text forensics tasks at PAN, starting
at 2009. The tasks address three aspects: originality (top), authorship (middle), and
trust (bottom). For each aspect various tasks have been suggested, varied, and further
specialized.

and quickly established as reference benchmarks in this area. Since 2013, only
software submissions are allowed in PAN tasks and all submitted software is
evaluated on the specifically developed TIRA experimentation platform [26].
Apart from enabling reproducibility of results, the collected software can easily
be tested on alternative datasets. In this paper, we present the evolution of main
tasks organized by PAN during the last decade depicted in Fig. 1. In addition,
we describe the datasets introduced by PAN to estimate the effectiveness and
weaknesses of state-of-the-art methods.

2 Plagiarism Detection

Plagiarism, the unacknowledged use of another author’s original work, is consid-
ered a problem in publishing, science, and education. Texts and other works of
art have been plagiarized throughout history, but with the advent of the World
Wide Web, text reuse and plagiarism have been observed at large scale. Looking
for theory, concepts, and algorithms to detect text reuse, computer-based pla-
giarism detection breaks down this task into manageable parts: “Given a text d
and a reference collection D, does d contain a section s for which one can find a
document d� ∈ D that contains a section s� such that under some retrieval model
the similarity between s and s� is above a threshold?”
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The above definition presumes a closed world where a reference collection D
is given, which is why this kind of analysis is called external plagiarism detec-
tion. Since D can be extremely large—possibly the entire indexed part of the
World Wide Web—the respective research covers near-similarity search, near-
duplicate detection, similarity hashing techniques, and indexes tailored to these
problems In addition, situations where one would like to identify sections of
plagiarized text if no reference collection is given can be imagined, a setting
that is called intrinsic plagiarism detection. This problem is closely related to
authorship verification: the goal of the former is to identify potential plagiarism
by analyzing a document with respect to undeclared changes in writing style.
In this regard, intrinsic plagiarism analysis can be understood as a more gen-
eral form of the authorship verification problem: only a single document is given,
and, one is faced with the problem of finding the suspicious sections. Both intrin-
sic plagiarism detection and authorship verification are one-class classification
problems [37].

Against the above background the development of plagiarism detection tasks
as shown in Fig. 1 (top ∼ “originality”) becomes plausible: starting 2009, both
intrinsic and external plagiarism detection were considered; over three years, the
evaluation datasets have been improved and extended [21,23,30]. This experience
and the improved problem understanding is also reflected in development of
tailored detection measures such as “pladget”, which combines precision, recall,
and detection accuracy for plagiarized passages. While cross-language text reuse
detection lost its importance with gaining popularity of machine translation and
the Wikipedia-Based Multilingual Retrieval Model [29], it became clear that
research for external plagiarism detection requires a two-fold strategy, adopted
in the ensuing three years [24,25,27]: (1) finding promising candidates on the
Web (the source retrieval task), and, (2) developing effective algorithms for fuzzy
text matching (the text alignment task). Meanwhile, spin-off tasks at FIRE [6,8],
also in the form of source code reuse detection [9,10], used the original tasks’
setup to develop resources for other languages.

3 Author Identification

Author identification focuses on the personal style of the author(s) of electronic
documents. The main assumption is that every author has her own stylistic “fin-
gerprint” and that it is possible to identify the author(s) of a disputed document
based on them [33]. There are several variations of this problem and PAN has
explored many of them as shown in Fig. 1. In more detail, in closed-set authorship
attribution, a well-defined list of suspects and samples of texts they authored are
provided. The task is to identify the most likely author of a questioned docu-
ment among them. In open-set attribution, the true author may not be included
in the list of suspects. The first editions of PAN related to author identification
focused on tasks already popular in the research community [33]. In the 2011
edition, a dataset using emails (extracted from the Enron corpus) and relatively
large sets of candidate authors was developed [4]. In 2012, emphasis was put
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on smaller candidate sets and fiction in English [15]. Another important task is
author verification where there is only one candidate author. This is an espe-
cially challenging task considered fundamental in authorship attribution [17].
PAN has spurred widespread interest in this task among the research commu-
nity, obtaining rather high participation figures in verification tasks from 2013
to 2015 [11,26,34]. The developed datasets for these tasks cover four languages
(Dutch, English, Greek, Spanish) and a variety of genres (e.g., newspaper arti-
cles, student essays, reviews, novels, textbooks).

PAN also explored tasks where no labeled (known authorship) documents
are provided. One such task is author clustering where the goal is to group doc-
uments written by the same author given a document collection. Two editions
of PAN in 2016 and 2017 introduced an evaluation framework that also consid-
ers a retrieval task (ranking document pairs by likelihood of common author-
ship) [28,31]. Three languages (English, Greek, and Spanish) and two genres
(reviews and newspaper articles) are included in the developed datasets focusing
on either full texts (2016 edition) or fragments (paragraphs) of texts (2017 edi-
tion). Another unsupervised task is author diarization, where the assumption
that each document is written by a single author does not hold. The task aims
to determine how many authors wrote the document and extract the authorial
components. A few variations of this task have been included in recent PAN
editions, moving from complicated ones (e.g., detection of the exact number of
co-authors and their exact contribution) [28,31], which proved to be extremely
difficult at present, to more basic ones (e.g. style change detection: distinguish-
ing between single-author and multi-author documents) [35], which is more
feasible with current technology. The datasets to support these tasks include
synthetic multi-author documents in English (essays or Q&As) where topic is
controlled [28,31,35].

More recently, PAN focused on a challenging, but quite realistic problem:
cross-domain authorship attribution. In this task, the labeled and unlabeled doc-
uments differ with respect to topic, genre, or even language. Fanfiction, a large
part of contemporary fiction written by non-professionals following a canon (e.g.,
a well-known novel or TV series), has been adopted to allow for controlling the
domain of documents. Thus the target domain (fandom) is excluded from the
training documents in a closed-set attribution framework. The datasets built
for this task include five languages (English, French, Italian, Polish, and Span-
ish) [35].

4 Author Profiling

Author profiling aims at identifying personal traits of an author on the basis of
her writing. Traits, such as gender, age, language variety, or personality, are of
high interest for areas such as forensics, security, and also marketing. From a
forensic linguistics perspective, one would like to be able to know the linguistic
profile of the author of a harassing text message (language used by a certain type
of people). From a security perspective, these technologies may allow to profile



A Decade of Shared Tasks in Digital Text Forensics at PAN 295

and identify criminals. From the marketing perspective, being able to identify
personal traits from comments to blogs or reviews may provide advertisers with
the possibility of better segmenting their audience, which is an important com-
petitive advantage. Traditional investigations in computational linguistics [5] and
social psychology [20] have been carried out mainly for English. Furthermore,
pioneering research from Argamon et al. [5] and Holmes et al. [13] focused on
formal and well-written texts. With the rise of social media, however, the focus
has shifted to more informal usage found in blogs and forums [16,32].

Starting in 2013, PAN has been organizing author profiling-related tasks
with several objectives as depicted in Fig. 1. We have covered different profil-
ing aspects (age, gender, native language, language variety, personality), lan-
guages (Arabic, Dutch, English, Italian, Portuguese, Russian, Bengali, Hindi,
Kannada, Malayo, Tamil, and Telugu), and genres (blogs, reviews, social media,
and Twitter). The first edition was organized with the aim of investigating age
and gender identification in a social media realistic scenario [11]. We collected
thousands of social media posts in English and Spanish with a high variety
of topics. With respect to age, we considered three classes following previous
work by Schler et al. [32]: 10s (13–17), 20s (23–27) and 30s (33–47). Further-
more, we wanted to test the robustness of the systems when dealing with fake
age profiles such as those induced by sexual predators. Therefore, we included
texts from the previous year’s shared task on sexual predator identification [14].
In the second edition [26], we extended the task to other genres besides social
media focusing on Twitter, blogs, and hotel reviews, in English and Spanish.
We realized the difficulty of obtaining high-quality labeled data and proposed a
methodology to annotate age and gender. In 2014, we opted for modeling age
classes without gaps: 18–24; 25–34; 35–49; 50–64; 65+. Finally, the Twitter sub-
corpus was constructed in cooperation with RepLab [3] in order to address also
the reputational perspective (e.g., profiling social media influencers, journalists,
professionals, celebrities, among others).

In 2015 [34], besides age and gender identification, we introduced the task of
personality recognition in Twitter. We maintained the age ranges defined in 2014
(except “50–64” and “65+” that were merged to “50–XX”) and, besides English
and Spanish, we included also Dutch and Italian (yet, only for gender and per-
sonality recognition). The objective of the shared task organized in 2016 [31] was
to investigate the robustness of the systems in a cross-genre scenario. That is,
training the systems in one genre and testing their performance in other genres.
In particular, we provided Twitter data for training in English, Spanish, and
Dutch. The approaches were then tested on blogs and social media genres in
English and Spanish, and essays and reviews in Dutch. In 2017 [28], we intro-
duced two novelties: language variety identification (together with gender), and
Arabic and Portuguese languages (besides English and Spanish). This marked
the first time a task has been organized covering gender and language variety
identification combined. Language variety was addressed from a fine-grained and
coarse-grained perspective, where varieties that are close, geographically, were
grouped together (e.g., Canada and United States, Great Britain and Ireland,
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or New Zealand and Australia). Finally, in 2018 [35], gender identification on
Twitter was approached from a multimodal perspective. Three languages have
been considered: English, Spanish, and Arabic. Further spin-off profiling tasks
were organized at FIRE [18,19].

5 Author Obfuscation

Author obfuscation (in particular, author masking as a special case) was
launched in 2016 within the PAN task series: as the adversary task to author-
ship verification, it deals with preventing verification by altering a to-be-verified
text. The underlying question is whether the authorial style of a text can be
consistently manipulated. Though this task is of public interest and has vari-
ous applications, only a handful of approaches have been proposed so far, and
they achieved limited success only. We hope that this dedicated PAN task will
push the research boundaries for both obfuscation and verification, and help to
develop theoretical backgrounds and new evaluation frameworks: an obfuscation
software is called safe if a forensic analysis does not reveal the original author
of its obfuscated texts, it is called sound if its obfuscated texts are textually
entailed with their originals, and it is called sensible if its obfuscated texts are
inconspicuous.

6 Trust-Related Tasks

The PAN tasks related to trust (see Fig. 1 bottom) have foreshadowed today’s
challenges that the Web and, in particular, social media platforms provide to
computer scientists, psycholinguists, and psychologists, among others. Driven
by the ideal of social responsibility and the scientific curiosity of the limits of
“detectability”, different tasks have been devised and operationalized.

Wikipedia vandalism detection (2010–2011) addressed the intentional dam-
age of Wikipedia articles: given a set of edits on Wikipedia articles, the task was
to separate ill-intentioned edits from well-intentioned edits. Wikipedia quality
flaw prediction (2012) can be considered as a generalization of the vandalism
detection task, focusing on the prediction of quality flaws in Wikipedia articles.
It was driven by the observation that the majority of quality flaws in Wikipedia
is not caused due to malicious intentions but stem from edits by inexperienced
authors; examples include poor writing style, unreferenced statements, or miss-
ing neutrality. Since, by nature, no representative “negative” training data can
be provided (articles that are tagged to not suffer from vandalism, articles that
are tagged to not contain a particular flaw), vandalism detection and quality
flaw prediction in Wikipedia represent one-class classification problems.

The goal of the sexual predator identification task (2012) was to identify
online predators: the participants were given chat logs involving two (or more)
people for which they had to determine who is the one trying to convince the
other(s) to provide some sexual favor.
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7 Discussion

During the last decade, PAN contributed to focus the attention of the research
community on specific digital text forensics tasks, built benchmark datasets, and
estimated the effectiveness as well as the weaknesses of the state of the art. The
developed datasets cover multiple genres and languages while the top-ranked
PAN submissions have been used as baselines in subsequent research [12,22]. In
addition, the evolution of tasks within PAN made the exploration of new tasks
feasible. For example, author obfuscation is based on the results of the author
verification tasks. PAN also achieved to highlight the close relationship among
certain tasks. For example, an approach to authorship clustering can be based
on a verification method [7].

The upcoming edition of PAN will focus on four tasks. Two new tasks are
introduced—bots and gender profiling, whose aim is to discriminate between
human and robot Twitter profiles and in case of humans to profile their gender,
and celebrity profiling, whose aim is to profile celebrities with regard to how
they present themselves in public, be it personally or via public relations staff.
In addition, the cross-domain authorship attribution task based on fanfiction
documents, introduced in 2018, will continue. However, this time the open-set
attribution scenario is adopted. Finally, another variant of the style change detec-
tion task will be included, this time focusing on the exact number of co-authors
in a multi-author document.
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