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Abstract

Cloud Computing (CC) is considered the latest emerging computing paradigm and
has brought revolutionary changes in computing technology. With the advancement
in this field, the number of cloud users and service providers is increasing contin-
uously with more diversified services. Consequently, the selection of appropriate
cloud service has become a difficult task for a new cloud customer. In case of inappro-
priate selection of a cloud services, a cloud customer may face the vendor locked-in
issue and data portability interoperability problems. These are the major obstacles
in the adoption of cloud services. To avoid these complexities, a cloud customer
needs to select an appropriate cloud service at the initial stage of the migration to
the cloud. Many researches have been proposed to overcome the issues but prob-
lems still exist in intercommunication standards among clouds and vendor locked-in
issues. This research proposed an IEEE multi-agent FIPA (Foundation for Intelligent
Physical Agent) compliance multi-agent reference architecture for cloud discovery
and selection using cloud ontology. The proposed approach will mitigate the pre-
vailing vendor locked-in issue and also alleviate the portability and interoperability
problems in Cloud Computing. To evaluate the proposed reference architecture and
compare it with the state-of-the-art existing approaches, several experiments have
been performed by utilizing the commonly used performance measures. Analysis
indicates that the proposed approach enables significant improvements in cloud ser-
vice discovery and selection in terms of search efficiency, execution and response
time.
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1 INTRODUCTION

Cloud Computing (CC) is an emerging computing paradigm1,2,3 provides infrastructure, platform and software ‘as a service’
on pay-per-use model. It is a large pool of easily useable and accessible type of resources such as software applications and
development platforms, hardware, storage, online gaming and network applications, etc. that leads to increase the number of
cloud users and service providers gradually. There are more than 260 Cloud Computing service providers on the globe and

0Abbreviations: ANA, anti-nuclear antibodies; APC, antigen-presenting cells; IRF, interferon regulatory factor
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approximately 3.6 billion internet users4. With the advancement and growth in the Cloud-based solutions, the selection of an
appropriate cloud service has become a complex task for a new cloud customer. The general search engines such as Google,
Yahoo, and MSN etc. are not much effective to search similar cloud services but also having different nomenclature5. A cloud
customer may face the vendor locked-in issue in an inappropriate selection of cloud service due the lack of portability and
interoperability standards in the Cloud Computing environment. In such case, migration to any other cloud service provider
may not be an easy task for the cloud customers. Thus, a standard solution is the need of the time to address these complex
issues. This research proposes a FIPA-based reference architecture for the discovery and selection of appropriate cloud services
efficiently and effectively by using the cloud ontology. FIPA is basically an IEEE standard organization of computer society
for intercommunication of intelligent agents. FIPA is dedicated to the development of intelligent agents by openly developing
specifications for agent-based applications. There are a number of standards for the communication among agents of the system;
however, FIPA is the most advance standard of IEEE for agent communication and management6. The main aim of FIPA is to
set standards for inter-communication among software agents for maximize interoperability within and across agents by a set
of specifications. The proposed architecture will help the cloud customers in the discovery and selection of the required cloud
services at the initial step of the migration to cloud which will mitigate the prevailing vendor locked-in issue as well as alleviate
the portability interoperability problems in cloud environment. This research paper is organized of five sections. The related
literature is reviewed in Section 3. Materials and methodology for the proposed solution is discussed in Section ??. Experimental
evaluation, results discussion and case studies are presented in Section ??. Summary including conclusions and future work is
delineated in Section 5.

2 LITERATURE REVIEW

M. Parhi et al. in [1] proposed a semantic cloud service repository where the cloud service providers publish their services
semantically by using cloud ontology ensures the standard vocabulary for specific cloud service specifications unambiguously.
On the basis of the proposed framework, some experiments are also performed which shows better response time and accuracy
measures. The ontology used in the proposed work is confined only to the IaaS layer which helps only for cloud service providers.
A. Mehmood et al. in7 proposed a multi-agent architecture for secure communication among open cloud architectures which is
helpful to solve the issues of interoperability and portability. All agents of the system are registered through a registry service
by Registry Agent which help the MA (Multi-agents) to interact with each other and also provides security. J. Kang et al. in8

proposed agent-based search engine that is capable of searching the cloud services as per requirement of cloud customer over the
internet. A cloud ontology concept is used to define the specifications and service reasoning. Three kind of reasoning techniques
are used in the paper that are: Numerical reasoning, Similarity reasoning and Compatibility reasoning. The main contribution
of the research work is to build a user-friendly environment for searching a required cloud service in unified format by using the
cloud ontology. Haan T. et al. in9 proposed a cloud service discovery system (CSDS) for cloud service search facility over the
internet by using the cloud ontology. The architecture builds an agent-based discovery which need the cloud ontology for the
process of information retrieval of information about cloud services. This process consumes much time to discover the required
cloud service to a cloud user. R. Khan et al. in10 presented an architecture wherein focuses on the issue of interoperability and
portability by using intelligent agents and XMPP (Extendible Messaging and presence protocol). Mechanism for mobility and
intelligence among agents also discussed. Chang Y. et al. in5 proposed a framework for mobile agent-based service discovery
integrated with ontology and prototype for the service discovery of cloud. This framework helps the cloud users in the process
of discovery and selection of cloud services. However, this framework has lacks of implementation for the service discovery
to help dynamic constraints and predilections for a specific cloud user. Nagan L. et al. in11 proposed a service discovery and
selection mechanism for semantic cloud based on OWL-S that can carry out the processes of semantic matching of different
services of cloud which are dynamically complex and constraint. This mechanism consists of four functional descriptions:
Input, Output, preconditions, and effects (IOPE) and non-functional properties (NFP) describes the services. However, the
offer and requests related to the services must be represented through a shared ontology to all the service providers which
may lead further complications and constraints in service providing in case of partly in free text and as well as if it appears
that some cloud service providers integrate for customized ontology. To address these issues, concentration on the ontology
learning with the alignment mechanism is necessary for the cloud environment. Tahamtan A. et al.12 proposed a united business
service and cloud ontology for querying capabilities to establish the mapping between the business function and cloud service.
However, this mechanism lacks accuracy in matching the business functions in order to maintain the quality of service (QoS)
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parameters. Gueferl R et al.13 proposed a mechanism for cloud service discovery based on cloud ontology with their composition
of services for complex requirements. The mechanism used in the proposed system can resolve service requests by the user
even complex requirements. However, the service composition is a major issue in Cloud Computing. The mechanism explained
in a formal way of service-based method as input parameter and output the functional parameters but the parameter for QoS
(Quality of service) is not considered for service selection and composition. Uchibayashi T et al. in14 presented an effective
framework for cloud service discovery and selection in a hybrid Cloud Computing environment. For enhancement of the cloud
service discovery and selection, they used a heuristic cluster mechanism, however, the methodology for clustering based on
the keyword does not consider semantics which may create difficulty in complex and semantic cloud service discovery for
the users. Cretella G et al. in15 proposed a semantic-based methodology that produces well service resource configuration
on description based on semantic technology for supporting cloud service developers in terms of discovering functionalities,
application development, APIs (Application program Interfaces) and resource required for the application development. K.M.
Sim in16 presented the idea of the agent paradigm to build software tools and test-beds to manage the clouds. The idea has
two perspectives: one perspective of Cloud Computing in which contributes several novel approaches by facilitating cloud
service discovery, negotiation and service composition and another perspective is a multi-agent system which demonstrates
:(1) the application for automating cloud composition, (2) conversion of complex negotiation to commerce, and (3) building
a cloud search engine through Cloudle. The Cloudle consists of a Service Discovery Agent (SDA), a Cloud Ontology and a
Web interface. By using the Cloud ontology, the SDA has three reasoning: Similarity Reasoning, Compatibility Reasoning and
Numeric Reasoning additional with the price and time slot module. SDA (Service Discovery Agent) determines the level of
matching of consumers and providers. The service ratingmodule rated the similarity of the functional and technical specifications
of the providers and consumers. The output of the system consists of an ordered list in terms of the matching of similarities of
functional, technical, and budgetary constraints requested by the consumers. To automate the cloud service composition, the
agent adopts a focused selection contract net protocol (FSCNP) for selecting the service of cloud and use SCTs (capability tables)
to record the list of cloud agents and services. Opara-Martin et al.17 presented a critical analysis of the vendor lock-in and its
impact on the Cloud Computing migration. A survey revealed that the Cloud Computing paradigm has greatly impacted the IT
migration and business applications due to the vendor locked-in issue. The vendor lock-in issue raided due to the lack of standards
of interoperability and portability resultantly it embedded in the complex, technological interdependent and heterogeneity in the
cloud systems. To alleviate the issue the authors proposed that (1) create awareness of the dependencies and complexities which
exist in the cloud environment; (2) assess technology implementation such as APIs and contract for potential areas of vendor
lock-in issue; (3) select the standardized services provided by the vendors and platforms and, (4) by ensuring there is sufficient
service of portability. All of the above literatures still face the standardization issue for inter-cloud communication. We have
used the FIPA-based intercommunication standard which will help to solve the issue by inter-agent communication standards.

3 MATERIALS AND METHODOLOGY

The proposed reference architecture contains a Multi-Agent System (MAS). The MAS consists of number of agents for different
task(s) in the cloud domain such as similarity reasoning, discovery, selection, registry, ranking etc. Agents used in the proposed
MAS are Customer Agent (CA), Discovery Agent (DA), Selection Agent (SA), Ranking Agent (RkA), Registry Agent (RgA),
Reasoning Agent (RA)and Provider Agent (PA). The agents used in the proposed architecture are divided into two groups:

• Agents that act on the behalf of the Cloud Consumer i.e. Customer Agent, Discovery Agent, Selection Agent, Ranking
Agents and Reasoning Agent.

• Agents act on the behalf of Service Provider i.e. Provider Agent and Registry Agent.

Agents that act on the behalf of Cloud Consumers locate the services, contract services, and receive services. And on the
other hand, for agents that act on the behalf of the Cloud Provider manage the access to services and the contract are fulfilled.
Each agent in the proposed framework have a dynamic behavior based on the service delivery with the FIPA based compliance
specification18,19.
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3.1 CONSTRUCTION OF CLOUD ONTOLOGY
The cloud ontology (CO) contains the knowledge of every entity used in the cloud domain such as attributes, concepts, axioms
and relationship among the objects in the cloud environment. Attributes of CO contains all the functional attributes of cloud
service providers such as Application Domain, Formal Agreements, Memory Type, Supported OS etc., and the QoS includes
all the non-functional attributes like availability, price, rating, response Time etc. These cloud service attributes are used by
Cloud Providers like RackSpace, IBM and Amazon EC2. It also consists of the information about the cloud service attributes,
performance, and QoS (Quality of Service) attributes of cloud providers20,21. It specifies and describes the detailed explanation
of every task of the cloud environment. The efficient and effective discovery of cloud service depends on the functionality of the
CO. It supports the agents in the domain without any misinterpretation and intercommunication among agents in the framework.
There are many parameters as data properties used in the cloud ontology that represent the functional and non-functional

attributes and parameters which are OS, CPU, ECU, price, RAM, response time, bandwidth, service name, service provider’s
name, status, rating, disk space, URL, rank, availability. These parameters are considered and matched while the discovery of
cloud service by a cloud user and then display the list of most appropriate cloud services on the user interface22,23,24,25.

3.2 WORKING OF THE PROPOSED MULTI-AGENT SYSTEM
In this section, a complete working methodology of our proposed multi-agent system and ontology for cloud service discovery
and selection is presented. With the help of the schematic diagram (Fig. 1), it is very easy to see the working of the multi-agent
system of the reference architecture.
The workflow of the proposed architecture is presented in Fig. 4 which shows the working of proposed system. The step by

step working of the proposed reference architecture is presented as follows:

FIGURE 1 Proposed multi-agent reference architecture
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FIGURE 2 Algorithm-1

Step 1. On the reception of user request from GUI (Graphical User Interface) which contains number of functional and non-
functional parameters in order to search for a required cloud service, is forwarded to Customer Agent (CA) for interpretation of
the message. The CA interprets the user request on the basis of primarily analysis on the requirements. There are three ways of
agent interaction with the CA i.e. Discovery Agent (DA), Selection Agent (SA) and Ranking Agent (Rk.A). These interactions
are mentioned as follows.
Step 2. Once the requirements are formally presented by the user, the Customer Agent forward it to the Discovery Agent

(DA). The DA consults with the cloud ontology to find the matching service as requested by the cloud user. The discovery
is based on the matching of the services with the cloud user requirements and service specifications. For instance, functional
and non-functional requirements of the user such as storage, CPU, memory size, bandwidth, cost. On the successful discovery
of appropriate cloud services, the DA send the information to CA for the selection by the SA. Step 3. In case the DA fails to
discover, it sends the request to the Reasoning Agent (RA) for semantic matching process consulting with the cloud ontology
which give reason about the relations among the cloud services. After the match making process, it returns back the reasoning to
the DA. For the similarity matching process between the cloud resources a detail matchmaking, an algorithm has been designed
as Algorithm-1. A set of requested resources are provided as an input in CRq from the resources of cloud services CRs. The
algorithm Iterates all available resources of cloud service S and calculate the relevancy with the requested resources. Another
function is used in the algorithm for the checking of similarity of both the resources.
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FIGURE 3 Algorithm-2

Step 4. After the completion of the searching process by the Discovery Agent, it returns back the list of matched services to the
CA. The Customer Agent forwards the matched services to the Selection Agent for the selection of the most appropriate service
from the list provided by the DA. During the Selection process, the Selection Agent (SA) generates a list of all cloud services.
Step 5. On the completion of selection process, the CA send ACL message to Ranking Agent (Rk.A) for updating the rating of
the respective cloud service provider. The rating of the particular cloud service plays an important role in the calculation of the
dynamic rating of a cloud service. The behavior and action of Customer Agent (CA) is described in Algorithm-2.
Step 6. The Provider Agent (PA) interacts with the friendly GUI (Graphical User Interface) that consists of many functional

and non-functional attributes. The service provider needs to updates the QoS parameters. The PA also provides a GUI o the
Cloud Service Provider for new services, edit and delete the service. Step 7. The Registry Agent (RgA) will validate the results
forwarded by the PA (Provider Agent). The Rg.A also validates the format and range of the values in the cloud ontology.

3.3 PRACTICAL IMPLEMENTATION
JADE (Java Agent Development Framework) is a software framework for agent application and compliance with FIPA spec-
ifications for interoperable multi-agent systems. In the proposed architecture, the JADE is used to demonstrate the proposed
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FIGURE 4 Flow diagram of the system

multi-agent framework for discovery and selection of the cloud service. The Jena Semantic web library is used for the creation
of cloud ontology which also allows the interconnection of agents and CO. Jena API also includes an RDF API to access the
RDF (Resource Description Framework). The JADE comprises of a set of containers which provide services of system level for
multi-agent system operation. Each agent container has an RMI (Remote Method Invocation) registry that manages and con-
trols the life cycle of the agents by creating, deleting, suspending and resuming them. The proposed MAS for every agent is
constructed as presented in the Fig. 5.
There are seven containers and a main container which consists of registry agent, AMS, DF and RMA. The JADE application

provides a complete service to the agents such as message passing, migration to agents and resource management of the agents.
The nature of task of each agent depends on the behavior of agent which need to define in the JADE system. Agent’s behavior
represents logical task and threads for software implementation. The behavior Customer Agent and important agent of the
reference architecture are presented in the Algorithm-2.

3.4 CLOUD SERVICE DISCOVERY
To interact with the framework, a cloud customer needs to communicate with the user-friendly web interface (GUI) where the
user will have to register. For cloud discovery, the user needs to choose the functional parameters of the required request as
shown in Fig. 6. The functional parameters include the type of service, price range, memory range, bandwidth range, ECU range,
CPU speed range, storage range and operating system information. After the submission of the request by the cloud customer,
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FIGURE 5 JADE application for the proposed MAS architecture

FIGURE 6 User interface for cloud discovery

the system automatically extract the required range available at the bottom of the screen. An ordinary example of the functional
parameters and result is shown in Fig. 6.
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3.5 CLOUD SERVICE SELECTION
After the discovery of all possible cloud services range, a cloud user can select the most appropriate service from the list
discovered services as shown in Figure. 7. A sample window is presented in the below diagram for the selection of the most
appropriate cloud service by cloud user as given in Fig. 7.

4 EXPERIMENTAL EVALUATION

To evaluate the performance of the proposed reference architecture, a set of experiments have been conducted to compare with
the existing state of the art approaches. These experiments are conducted based on values mentioned in the QoS attributes.
Experiment No.1 In this experiment, the proposed approach is evaluated and compared with the contemporary approaches
by using the performance measures i.e. Precision, Recall and F-measures. In the context of information retrieval process, the
performance measures are evaluated on the basis of retrieved information/documents and the relevant information/documents.
Retrieved information is the list of information produced by a web service upon a query and the relevant information is the
relevant list of the topics26.
Precision: It is defined as the fraction of the retrieved documents to that of relevant documents shown in the given formula:

Precision =
∣ relevantinformation ∩ retrievedinformation ∣

∣ retrievedinformation ∣
(1)

In order to evaluate and compare the performance, 20 iterations are done to search a specific cloud service on both ontology-
based and RDB approaches. Table 1 shows the results.

TABLE 1 Experimental values

Approaches Retrieved
Documents

Relevant
Documents

Ontology based 20 18
RDB approach 20 12

The value of precision on the basis of the above values is calculated as: Precision of ontology-based approach = 90
Recall:We can calculate the Recall on the above values by the given formula:

Recall =
∣ relevantinformation ∩ retrievedinformation ∣

∣ relevantinformation ∣
(2)

Recall of ontology-based approach = 95 and Precision of RDB approach = 70
F-Measure: The value of F-measure can be calculated by the following formula

F =
2 × (precision × recall)
(precision + recall)

(3)

F-measure of ontology-based approach = 92 F-measure of RDB approach = 65The graphical representation of the above
observations is as:
The results in Fig. 8 clearly shows the improved results considering the search efficiency of the proposed ontology-based

approach against the RDB approaches. These experimental evaluation and analysis show significant improvements in the per-
formance of proposed system. This indicates that the proposed approach is enable to discover the most relevant and required
cloud service to a cloud customer in a timely manner.
Experiment No.2 In this experiment, another important parameter of response time is considered. Response time in com-

puting system is the amount of time it takes to respond to a request of any service. Both the agent based and non-agent-based
system is considered for evaluating the response time.
Graphical representation of the comparison of response time of the Table 2 for both approaches is shown in the below Fig. 9.
:
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FIGURE 7 Interface for Cloud Service Selection

FIGURE 8 Performance measure of search efficiency

Fig. 9 exhibits that the response time of agent-based system is less as compared to non-agent-based approaches. This means
that the agent-based system is more efficient than non-agent-based system.
Experiment No.3 In this experiment, another important factor of computing system i.e. Execution Time which is the time to

complete a given task or query is measured and evaluated. Execution time to discover an appropriate cloud service is obtained
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TABLE 2 Comparison of response time

No of user requests Response Time in second
Agent-based
Approach

Non-Agent based
Approach

1 0.000542 0.000635
2 0.000985 0.001145
3 0.001375 0.001984
4 0.001955 0.00331
5 0.002821 0.004512

FIGURE 9 Comparison of response time between Agent-based and Non-Agent System

in this experiment. The comparison between ontology-based approached and relational database (RDB) approach by taking 25
iterations is carried out. The obtained results of the comparison are plotted in the Table 3:
The graphical representation of the above comparison is also depicted in the Fig. 10:
Fig. 10 shows that the ontology-based approach is more efficient than traditional approach in terms of execution time.

Case Study: Consider a cloud customer wants to discover and select an appropriate cloud services to shift his/her precious data
from traditional computing to cloud computing paradigm. We will see the scenarios of problems, procedure, process and real
time experiments of both existing and the proposed approaches by following scenarios:
Scenario-1: Suppose a user subscribe to a service provided by one of the Cloud services providers. In future, the user may not
be satisfied with the availed service and want to select the same service from other Cloud vendor and thus migrate the data to
the other Cloud. In existing scenario, the user will not be able to directly migrate the application to other Cloud service provider
as the Cloud APIs, architecture, and other attributes (for the same service) by different service providers will not match. In this
case, the user will face the locked- in issue. To overcome this issue, this work contributed a unified Cloud Ontology that will
enable all Cloud service providers to use the same API with same attributes and thus in future it will be easy to migrate from
one Cloud service provider to another. The highlighted (i.e., red square) section of the Fig. 11 provides the information about
how a user can select a specific service from the set of services offered by different Cloud vendors.
Scenario-2: In the existing Cloud systems, the user’s feedbacks are gathered for each of the Cloud service provider indepen-

dently; however, a holistic approach is needed where rating can be performed to compare the services provided by each of the
Cloud vendor. Thus, the proposed system allows the users to provide their feedback about the services provided by each Cloud
service providers, and each user can record their feedback and see the comments thus making it appropriate to the select the best
service they require. The highlighted (i.e., green square) section of the Fig. 11 provides the information about how a specific
service is rated based on the user’s feedback.
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TABLE 3 Comparison of execution time

No of Iterations Execution Time in second
Ontology based

Approach
RDB Approach

I-1 0.000365 0.000372
I-2 0.000325 0.000335
I-3 0.000365 0.000381
I-4 0.000441 0.000492
I-5 0.000526 0.000365
I-6 0.000345 0.000358
I-7 0.000489 0.000495
I-8 0.000467 0.000487
I-9 0.000378 0.000405
I-10 0.000384 0.000421

FIGURE 10 Comparison of execution time between Ontology based and RDB Approach

Scenario-3: In the existing approaches, a cloud user searches the required cloud services through general search engines like
Google, Yahoo, MSN etc. which gives hundreds of records to select the required cloud service as shown in procedural Fig. 12.
The proposed MAS reference architecture is a FIPA compliance system for efficient discovery and selection of appropriate
cloud service which discover the most appropriate choice using the cloud ontology as shown in the Fig. 13. The proposed
approach is a FIPA compliance system having unified and standard API gives compatible, portable and interoperable cloud
services to the users. As a result, the satisfaction level of cloud users becomes high.

Scenario-4: Preform a real-time experiment of both approaches. Consider that the requirement/query of the cloud customer
are as follows:
Memory range: 1-12 GB Bandwidth range: 100 to 2000 ECU range: 4 to 12 CPU range: 1 to 12 Storage range: 4 to 2000
A practical example of the existing approach is shown in the screen shot of the Google.com. as highlighted in the Fig. 14, there

are 122,000 results on the given query for discovery of cloud service. It might scatter the mind of the cloud service requester
that what is the exact solution of the query as every cloud service provider (CSP) have their own API for same requirement.
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FIGURE 11 Interface for QoS parameter and Rating Cloud Service

FIGURE 12 Existing Approach to Search a Cloud Service

However, by using the proposed multi-agent system, the same query of the requirements mentioned in the above can be easily
get the appropriate cloud services as seen in the above figures (i.e., Fig. 6 and Fig. 7).
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FIGURE 13 Proposed Approach to Discover and Selection of Cloud Services

FIGURE 14 Searching of Cloud service in general search engine

5 CONCLUSION AND FUTUREWORK

A lot of work has been done related to Cloud Computing in various areas related to scheduling, software development, scalabil-
ity, security, etc. still there are number of challenges like security, privacy, interoperability, portability, reliability and availability
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problem related to the Cloud computing. In addition, another important challenge is vendor/customer locked-in issue which is
the root cause of the interoperability and portability problems. The vendor locked-in issue occurs when a cloud user struck into
any unwanted cloud provider or in another word, selection of an inappropriate cloud service by a cloud customer. After migra-
tion to the cloud by shifting valuable data to the cloud, the cloud customer can’t easily transfer and move to another cloud due
to the interoperability and portability problems. This research proposed an efficient multi-agent reference architecture based
on IEEE-FIPA compliance architecture and cloud ontology for the discovery and selection of appropriate cloud services. The
proposed reference architecture resolved the vendor locked-in issue up to some extend and mitigate the interoperability porta-
bility problems in cloud environment. The MAS consists of number of intelligent agents such as Customer Agent, Discovery
Agent, Directory Agent, Ranking Agent, Registry Agent, Cloud Service Provider Agents, and Reasoning Agent. Another impor-
tant component of the reference architecture is the cloud ontology for the knowledge acquisition in the cloud domain. A detail
methodology has been presented for the development and implementation of the reference architecture. The JADE supports
and compliance the FIPA specification and provide standard inter-communication in multi-agent system by using FIPA-ACL
(Agent Communication language). It is used for the development of the intelligent agents and application of interoperability
in the multi-agent system. The commonly used performance measures precision, recall and F-measure are used to evaluate the
performance of the proposed approach and compare with the existing relational database approaches. After in-depth experimen-
tation, it is found that the reference architecture is much better in terms of search efficiency, response time and execution time
than the existing approaches. Thus, the obtained results advocate the effectiveness of the proposed approach for the efficient
discovery and selection of an appropriate cloud service. Efforts have been made for improvement in the discovery and selec-
tion of cloud service efficiently, however, there is still space to improve in the field of cloud service discovery. In future, plan
to extend the approach in other challenging field of Cloud Computing such to discover services between interconnected could,
clouds management, security and confidentially by the same approach of FIPA based multi-agent systems.
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