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A B S T R A C T

In recent years, we have seen a tremendous growth in the adoption of Unmanned Aerial Vehicles (UAVs).
Nowadays, UAVs are used in many different industries such as agriculture, inspection (bridges, pipelines,
etc.), parcel delivery, etc. In the near future, this will lead to a substantial increase of aircraft in our airspace,
especially in urban areas. Many existing collision avoidance approaches rely on heavy and/or expensive
sensors, which limits its use for real UAVs due to increased costs, weight and complexity. Hence, to address
this problem, in this paper we present a solution for the tactical management (i.e. in-flight) of UAV conflicts
outdoors that introduces minimal requirements: a wireless interface and a GPS module. Specifically, we provide
a collision avoidance algorithm based on artificial potential fields to provide flight safety. Our solution, called
Force Field Protocol (FFP), allows the UAVs to autonomously detect each other using wireless communications,
and to maintain a safe distance between them without the intervention of any central service. Experiments
performed in our multi-UAV simulator ArduSim show that, with our approach, collisions between two UAVs
are completely avoided in a wide set of scenarios, while introducing low disturbances to the original flight
plans. Specifically, in the scenarios that we tested, the additional flight time introduced will be only 7 s longer
in the worst case; in addition, it is able to improve upon previous approaches by reducing flight time by up
to 54 s. We have shown experimentally that our approach can be scaled easily up to 100 UAVs, and that the
probability of a collision is very low (< 0.06) despite flying in a small area (2.5 km × 2.5 km).
1. Introduction

Unmanned Aerial Vehicles (UAVs), colloquial called drones, are
becoming an important asset in many industry sectors as they can be
used for numerous applications. For instance, they can replace humans
in dangerous jobs such as bridge inspection [1]; they can quickly
provide first aid [2], especially in areas that are difficult to reach
following natural disasters; they can be used to transport organs and
blood quickly from one hospital to another during traffic jams [3], and
they can increase network connectivity during busy outdoor events.
Besides that, UAVs are also used in the film industry [4], precision
agriculture [5], border control [6], etc. In summary, UAVs are very
versatile, and this characteristic will most definitely lead to an increase
in UAVs flying in our airspace. Furthermore, in most applications, we
aim for an autonomous flight with minimal or no intervention and
monitoring by its owner. All these autonomous UAVs must be able to
coherently use a same airspace without crashing into each other and
putting our safety at risk.

Current solutions, which are in use with manned aircraft, rely on
air traffic management services whereby a control tower is in charge
of monitoring and sending orders to the different pilots. However,
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such an approach will not be feasible because of the high number of
UAVs occupying the airspace at one given time, and the low distances
involved, which imply near-zero reaction times.

Hence, the need for an ad-hoc approach arises, whereby each UAV
takes its own decisions if and when a potential problem is detected. In
this work, we present an approach which allows a UAV to avoid other
UAVs during flight. Several different types of solutions for this problem
exists, which we highlight in the next section. Our approach is based on
the concept of artificial potential fields, in which a UAV is attracted by
its target waypoint (a GPS location defined by the user), and repelled
from any other obstacles. The obstacle might be static or dynamic and,
as long as the location is known, it can be nearly anything. However,
in this work, we focus specifically on avoiding other (moving) UAVs.
To this end, we investigate the influence of various novel repulsion
models on various scenarios in our open source multi-UAV simulator,
ArduSim [7,8].

Although quite some research has already been conducted towards
collision avoidance, there are still some research gaps to bridge. First
of all, most of the existing collision avoidance algorithms were created
for ground robots. Since UAVs are still relatively new and move in a
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different way (3D mobility, and usually involving much higher speeds)
than ground robots, there is still a need to cover the effectiveness of
these algorithms on UAVs. Furthermore, a large portion of collisions
avoidance algorithms are designed to avoid static obstacles. Naturally,
avoiding multiple mobile obstacles is more complicated but, neverthe-
less, essential for the adoption of UAVs. Finally, most of the current
solutions require expensive, large, and/or heavy sensors. These type of
solutions might be useful in specific cases but, in general, when we
want to fly for as long as possible, we must try to reduce the need of
these types of sensors.

Our approach tries to address some of the above-mentioned research
gaps. Thus, the main contributions of our work can be summarized as
follows:

• Our approach can adapt to both static and dynamic obstacles.
• In terms of hardware requirements, our algorithm only relies on

the most basic sensors i.e. a wireless network card and a GPS,
which in many cases are already available on the UAV.

• The proposed algorithm introduces a low time overhead com-
pared to the original flight plan.

• We have tested our solution in a realistic UAV simulator, which
allows easy deployment on real UAVs.

The rest of this paper is organized as follows: in Section 2, we
provide an overview of some related works. In Section 3 we briefly
present our multi-UAV simulator ArduSim. In Section 4, we explain in
depth how our algorithm works, and detail how the different parame-
ters of our algorithm are optimized. In Section 5 we test our approach
in various scenarios, with appropriate discussion. Afterwards, we hold
a brief discussion about our work in Section 6. Finally, we conclude our
work and provide ideas for future work in Section 7.

2. Related work

As stated above, UAVs can be used in many different industries,
which will lead to having multiple concurrent aircraft in the low-level
airspace. A major issue is that we are not yet capable of managing this
adequately. Traditional manned aircraft use methods such as certifica-
tion, communication with a control tower, etc. However, due to the
number of UAVs, the lack of stability in aircraft design and hardware,
and the use of non-traditional aviation-related communications and
navigation technologies (e.g. artificial intelligence), these traditional
methods are impractical, and not well suited to manage UAVs. Hence,
there is a need for an Unmanned aircraft system Traffic Management
(UTM) [9]. This UTM is intended to be a common framework with
core principles for global harmonization. However, it is not intended
to propose/endorse specific UTM system design or technical solutions
to challenges. Instead, it will provide an overarching framework for
such a system. It can be considered as a collection of services that
ensure safe and efficient operations of UAVs. One (important) service
is the conflict management service, which is subdivided into various
services to manage all type of conflicts. Our FFP algorithms falls under
the Dynamic reroute service, which aims to provide modifications to
trajectories to minimize the likelihood of airborne conflicts.

The field of collision avoidance systems (CAS) has been studied for
various types of vehicles (ground, water, air) and, given the various
existing solutions, a classification of these approaches can and has
been made. Such a generalized overview of collision detection and
collision avoidance systems is provided in Fig. 1. As stated in [10], each
collision avoidance system can be divided into two parts. In the first
part (perception) obstacles are detected. The detection of an obstacle
is always done by some type of sensor; however, since there are many
sensors capable of detecting an obstacle, the authors divide them into
two groups: active and passive sensors. The difference stands in the
fact that passive sensors measure energy that is naturally available,
such as light (e.g., a camera), whereas active sensors require extra
2

Fig. 1. A general overview of collision perception and collision avoidance systems [10].

energy, which is used to send out a signal that can later be received and
interpreted. In Fig. 1 some examples of sensors are given: Sonar, LIDAR,
Radar, standard cameras and Infrared cameras. All these sensors allow
determining the location of an obstacle in different ways. The choice
of the sensors depends highly on the environment. For instance, a
camera cannot be used in the dark, but LIDAR can. A popular approach
to increase accuracy and built-in resilience is to use various sensors
simultaneously. Information from the various sensors is then combined
through a technique called sensor fusion. For instance, the authors
in [11] explain how LIDAR, and camera data can be fused to obtain
better object detection. Data from various sensors can not only be
fused, but also transferred. With this technique, explained in [12], data
coming from an ultrasonic sound sensor can be converted into data
as if it was coming from a LIDAR sensor. This technique proves to be
useful because many state-of-the-art methodologies have been designed
to work with LIDAR data. However, LIDAR sensors are expensive, and
other cheaper sensors, such as ultrasonic sound sensors, can be used if
their (sensing) data is properly adapted.

In our approach, we decided to broadcast the location of the UAV.
In this way, all the UAVs that are in communication range can perceive
where the other UAVs are. We have chosen this option because, from
September 2023 in the US and January 2024 in the EU all drone
manufactures must comply with a new rule about remote identification
for unmanned aircraft systems called ‘‘remote ID’’ [13]. Remote ID is
the ability of a drone in flight to provide identification and location
information that can be received by other parties. Hence, in the future,
it becomes feasible for all the UAVs to use our solution.

Once an obstacle is detected, the obstacle still needs to be avoided.
The algorithms that avoid collisions can be divided into four main
groups. For each group, we provided some works that use an algorithm
that falls within that group.

1. Geometric approaches rely on the analysis of geometric at-
tributes, such as the distance between the UAVs and their ve-
locities, in order to maintain a safe distance between the UAVs.
[14,15]

2. Force-field approaches creates an Artificial Potential Field
(APF) where, with the use of attraction and repulsion forces, the
route of the UAV is altered. Specifically, a UAV is attracted to
the place it wants to go, and repelled from any obstacle. The
sum of these two vectors determines the new direction vector
the UAV should follow. [16–18]

3. Optimized approaches rely on calculating a new best route that
avoids all (currently known) collisions. These search algorithms
are computational expensive, but as the name implies, they
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Table 1
Comparative table between various artificial field based approaches.
Author Mobile/static obstacles Simulation platform Directly portable

to real UAVs
Obstacle perception

Sun et al. [16] Static MATLAB No Assumed
Wu et al. [17] Static MATLAB No Visual image data
Azzabi et al. [25] Static MATLAB No Assumed
Huang et al. [26] Static MATLAB No Generic sensor
Choi et al. [27] Both Not detailed No Assumed
Kownacki et al. [28] Moving Numerical No Assumed

Ours Moving ArduSim Yes Communication based
return an optimized result in terms of distance traveled while
maintaining a safe distance. [19,20]

4. Sense-and-avoid are computational inexpensive methods that
react quickly to avoid a nearby obstacle. These approaches are
fast because they simplify the process to individual detection and
avoidance of obstacles, without taking future plans into account.
Often these approaches are used as a last resort. [21,22]

Yasin et al. [10] presents a survey where they explain state-of-art
echniques on collision avoidance. Their in-depth review provides a
horough understanding of the various approaches available. Among
thers, they also explain the Force-field approach. In this paper, we
ropose an approach that falls into that category. Hence, we com-
are it with other works that fall in the same category. As shown
n Table 1, only a few works exists that are using an artificial field
ased approach to avoid collision between UAVs. Most of those works
re only considering static obstacles, and they are always based on
imple simulations. Furthermore, in most of the cases, the position of
he obstacle is known a priori. Our work differs from the former ones

because our approach aims at avoiding multiple collisions in an area
with many UAVs. In addition, we make more realistic experiments
using a simulator (ArduSim) which is capable of simulating the phys-
ical aspects of a UAV with high accuracy, something that cannot be
achieved in MATLAB. This allows us to directly deploy the developed
protocol in real devices. Finally, we compare the effectiveness of our
solution against a geometric protocol available in the literature [23,24]
to assess its effectiveness.

3. ArduSim: a multi-UAV simulator

For all the experiments performed in this work, we used a multi-
UAV simulator called ArduSim [7]. This simulator is available on
GitHub [8] under the Apache License 2.0, and allows us to quickly
develop new protocols for handling interactions between UAVs. The
most relevant characteristics of ArduSim are detailed below.

• Fast deployment on real UAVs: ArduSim is designed to test and
run protocols, and later deploy those protocols on real UAVs. To
accomplish this, ArduSim is using standards that real UAVs are
also using. In this way, simulated code can be transferred quickly
and reliably to real UAVs. Deploying a protocol on a real UAV
is as simple as connecting a Raspberry Pi to the flight controller
using a serial connection. On the Raspberry Pi, ArduSim must be
installed, which will send messages to the flight controller using
the MAVLink communications protocol [29].

• Scalability: As stated before, ArduSim is a multi-UAV simulator.
Hence, it is designed to handle a large number of UAVs at once. In
essence, the only limitation is the hardware (i.e. the PC), and the
protocol used. On a standard workstation (e.g. 32 Gb ram, Intel
i7-7700) ArduSim can run up to 500 UAVs.

• UAV-to-UAV communication: while using multiple UAVs, sim-
ulating the communication between them is essential. Therefore,
ArduSim provides four different models. The first model allows all
messages to be sent and received. This model is intended to verify
3

if the logic of the protocol does not contain any bugs. The second
model drops all packets once a certain distance between the
UAVs is surpassed. The third model is based on real experiments
between UAVs, and will gradually increase the packet loss w.r.t.
the distance between the UAVs. The last model allows the user
to connect ArduSim with the OMNeT++ network simulator [30].
Using this co-simulation, the user is free to select the model that
better suits the real scenario conditions.

• API: Many different protocols need similar functions: taking off,
landing, communicating between UAVs, etc. Ardusim provides
access to these functions through a straightforward Application
Programming Interface (API) in order to achieve faster protocol
development.

4. Force Field Protocol (FFP) for collisionless UAV flights

In this section, we describe our proposed contribution, which we
denoted as Force Field Protocol (FFP). This protocol is based on the
Artificial Potential Fields concept, falling within the Force-field ap-
proaches described in Section 2. Next we will present the functional
description of this protocol, detailing the different algorithms involved,
and afterward we will show how the different protocol parameters have
been tuned for optimal operation.

4.1. FFP functional description

The main concept in FFP is that all the aircraft must generate a
force field that they share with other nearby aircraft using wireless
beaconing (i.e. periodic messages that are broadcasted). In particular,
for our solution, all the UAVs broadcast a message with their current
location and field strength every 200 ms, a value that provides enough
resilience to channel losses while avoiding a high channel occupation.
Notice that this communication relies on Wi-Fi ad-hoc communications
in the 5 GHz band (802.11ac). In addition to having physical elements
(UAVs in our case) that generate a force field between them, which
is necessarily of the repulsion type, we also include the possibility to
have virtual elements in the scenario that generate force fields as well.
Among these we can have fixed obstacles, that again generate repulsion
force fields, and target waypoints for the mission of a particular UAV,
which generate an attraction force field instead.

Hence, given a specific target location (waypoint) exerting attrac-
tion, and the locations of both mobile (UAVs) and static obstacles in
the neighborhood, our solution can be applied. Algorithm 1 details the
main steps characterizing our proposed FFP.

Algorithm 1 starts by calculating the attraction vector, whose details
are presented in Algorithm 2. A vector pointing from the UAV to the
target location is created by subtracting the one from the other (i.e. tar-
get - UAV). The vector is then reduced to its unit length by normalizing
it, and afterward it is scaled based on an attraction function. This
attraction function takes into account the distance between the UAV
and its target location. As explained later, this will cause the UAV to
go at its maximum allowed speed towards the target location during
most of its flight. However, in order to prevent that the UAV flies past
the target location, its speed must be slightly reduced when the UAV is

close to the target.
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Algorithm 1 FFP:collisionAvoidance()
Require: 𝑡𝑎𝑟𝑔𝑒𝑡𝐿𝑜𝑐𝑎𝑡𝑖𝑜𝑛, 𝑙𝑜𝑐𝑎𝑡𝑖𝑜𝑛𝑂𝑏𝑠𝑡𝑎𝑐𝑙𝑒𝑠
1: while !targetReached do
2: Vector attraction = getAttractionVector()
3: Vector repulsion = getRepulsionVector()
4: Vector resulting = Vector.add(attraction, 2*repulsion)
5: resulting = resulting.scalarProduct(maxSpeed)
6: resulting = reduceToMaxSpeed(resulting)
7: moveUAV(resulting)
8: if distance(UAV,target) ≤ 1 then
9: targetReached = true

10: end if
11: end while

Algorithm 2 FFP:getAttractionVector()
Require: 𝑈𝐴𝑉 𝑙𝑜𝑐𝑎𝑡𝑖𝑜𝑛, 𝑡𝑎𝑟𝑔𝑒𝑡𝐿𝑜𝑐𝑎𝑡𝑖𝑜𝑛
1: Vector attraction = targetLocation - UAVLocation
2: attraction.normalize()
3: 𝛽 = attractionFunction(distance(UAVLocation, targetLocation))
4: attraction.scalarProduct(𝛽)
5: return attraction

Second, a repulsion vector is calculated. This process (detailed in
algorithm 3) is similar to the algorithm for obtaining the attraction
vector. However, two major differences exist: (i) in the case of the
repulsion vector, the vector points away from the obstacle (otherwise
the UAV would fly towards it); and (ii) it is possible that there are
multiple obstacles; therefore a loop is used so that each obstacle is taken
into account. As in Algorithm 2, a function is used to determine the
magnitude of the repulsion vector. Later, we investigate the influence
of this repulsion vector. However, in general, the magnitude of the
repulsion vector should be large if the obstacle is nearby, and smaller
when the obstacle is further away, similarly to the magnetic interaction
between same polarity elements.
Algorithm 3 FFP:getRepulsionVector()
Require: 𝑈𝐴𝑉 𝑙𝑜𝑐𝑎𝑡𝑖𝑜𝑛, 𝑙𝑜𝑐𝑎𝑡𝑖𝑜𝑛𝑂𝑏𝑠𝑡𝑎𝑐𝑙𝑒𝑠
1: Vector totalRepulsion = new Vector();
2: for obstacle in obstaclesList do
3: Vector repulsion = UAVLocation - obstacleLocation
4: repulsion.normalize()
5: 𝛾 = repulsionFunction(distance(UAVLocation, obstacleLocation)
6: repulsion.scalarProduct(𝛾)
7: totalRepulsion += repulsion
8: end for
9: return totalRepulsion

The sum of the attraction and two times the repulsion vector de-
termines both the heading and flight speed of the UAV. We multiply
the repulsion vector by two because, in the worst case the obstacle
and the attraction point are perfectly aligned, and if we simply add
the attraction and the repulsion vector the UAV will hover in the air.
In order to avoid this, the repulsion vector has to be stronger than the
attraction vector. In order to make sure that the UAV will not go faster
than the maximum speed that has been set by the user, the length of
the resulting vector is reduced in case it exceeds such value. Finally,
this resulting vector is passed to the flight controller, which in turn
will make sure the UAV flies in the intended direction. This process is
repeated until the UAV has reached it target. If the mission consists of
multiple waypoints, the target location can simply be replaced by the
next one once the previous waypoint has been reached.
4

Fig. 2. Attraction function.

4.2. FFP parameter tuning

Now that we have proposed our general approach, we still need to
define which functions we are going to use for determining the attrac-
tion or repulsion forces between two elements. The chosen functions
will have an important impact on the performance of our protocol.
Hence, we performed many simulations in order to optimize these
functions.

The attraction function is straightforward, since our objective is
to go as fast as possible to the target waypoint without surpassing
it. Therefore, the magnitude of the attraction function will be equal
to its maximum value (i.e. 1). However, we define a threshold when
the UAV is within 50 meters to the waypoint where we reduce the
magnitude to half (0.5) in order to make sure that the UAV will not
surpass the waypoint (deceleration stage); such distance is adequate
for UAV deceleration for typical flight speeds (below 20 m/s). In Fig. 2
we provide a graphical representation of this function.

The second and much more interesting function we need to define
is the repulsion function. The objective of the repulsion function is to
maintain a safe distance between the UAV and the obstacle without
introducing a substantial delay to the original flight plan. In general,
this means that the function should return a large value when the
obstacle is very close. On the contrary, when the obstacle is far away,
the function should return zero (or a value close to zero). In order
to determine the most adequate repulsion function, we created five
different scenarios. These simple missions will serve as benchmarks
which allow us to (i) tune the parameters, and (ii) compare our FFP
approach with other approaches.

1. Cross: in this scenario, two UAVs intersect at 90 degrees.
2. Angle - same direction: in this scenario, two UAVs intersect at a

45-degree angle, and both UAVs are going in the same direction,
at a same speed.

3. Angle - opposite direction: in this scenario, two UAVs intersect
at a 45-degree angle, and both UAVs are flying in opposite
directions, at the same speed.

4. Head-on in this scenario, two UAVs are facing themselves and
flying toward each other, at a same speed.

5. Take-over in this scenario, one UAV is flying behind another,
but it is flying at a faster speed; thus, it will take over the first
UAV.
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Fig. 3. Minimum distance that the UAV will maintain given a certain 𝑓𝑟𝑑 and 𝛼 value.
We tested various types of functions in all five scenarios. We first
tried families of functions such as 𝑎

𝑥−𝑏 and, log𝑎(𝑥 − 𝑏), where 𝑥 is a
variable that refers to the distance between the UAV, and the obstacle.
Although some functions provided promising results for all five sce-
narios, we quickly realized that these type of functions are not well
suited as a repulsion function due to their asymptotic behavior around
𝑏, which prevented the UAV from behaving predictably. In particular,
we found that a small change in the distance between the UAV and
the obstacle would result in a large difference in the magnitude of
the repulsion vector. Notice that small changes could easily come
from positioning fluctuations due to GPS error. For that reason, testing
the same experiment twice would result in two completely different
outcomes. Hence, we decided to discard such functions having an
asymptotic behavior.

Next, we experimented with various functions based on a second
order polynomials. Specifically, we used the following function

𝑅𝑒𝑝𝑢𝑙𝑠𝑖𝑜𝑛 ∶ 𝛾 =

{

1 if 𝑥 ≤ 𝑓𝑟𝑑
𝑚𝑎𝑥(1 − ( 𝑥−𝑓𝑟𝑑𝛼 )2; 0) otherwise

(1)

𝑓𝑟𝑑 stands for ’’full repulsion distance’’, and the 𝛼 parameter refers
to the width of the parabola. Using this function, the UAV will be
repelled from the obstacle at maximum strength whenever the obstacle
is closer than the full repulsion distance. Further away, the repulsion
slowly diminishes according to the chosen 𝛼 parameter. In all cases,
the repulsion vector should be a positive number. In order to find the
best second order function, we varied parameter 𝑓𝑟𝑑 between 20 and
80 (with step size 10), and the 𝛼 parameter between 10 and 80 (with
step size 10). Given the five scenarios, this resulted in 280 preliminary
tests. In each test, we measured the minimal distance between the UAV
and the obstacle, and the extra time it took to move the UAVs to their
waypoint.

Fig. 3, shows graphically the results of the above-mentioned experi-
ment. On the 𝑧-axis, we show the minimal distance (for all 5 scenarios)
given a certain 𝑓𝑟𝑑 and 𝛼 value. As we can observe, functions with low
values for both 𝛼 and 𝑓𝑟𝑑 are not sufficient to maintain the required
safety distance between the UAVs, as illustrated by the plane in red.

Since we also do not want to increase the flight time excessively,
we now look further for the function that has the smallest excess flight
time (while maintaining a safe distance). To achieve this, we discarded
all options that did not maintain a safe distance of 10 meters between
the UAV and the obstacle in all five scenarios. Afterwards, we divided
the extra time by the minimal distance. This metric allows us to rank
the performance of each function. The smaller this number, the better
the function, i.e. we prefer a function that introduces the smallest delay
while achieving the largest distance between the UAVs.
5

The set of these solutions are presented in Fig. 4. As we can observe,
in this figure there are fewer data points due to removing all the
solutions that do not maintain a safe distance at all times. In particular,
we can identify the function with 𝑓𝑟𝑑 = 40 and 𝛼 = 80 as the best
option, since the aforementioned metric is the smallest in this case. The
actual shape of this function is depicted in Fig. 5.

5. Simulations & results

In this section, we explain the simulations that we performed to
validate our approach, and the performance that we achieve. All the
simulations were made in ArduSim [7,8] our real-time UAV emulation
platform.

We start by providing a visual representation of how our approach
works in the five target scenarios; such output is shown in Fig. 6. In red,
we can see the repulsion vector that is generated at any given time.
The attraction vector will always point towards the target waypoint,
and therefore we have omitted it from the figures. As we can see, the
magnitude of the repulsion vector grows when the UAVs are closer to
each other. This way, whenever the UAVs get too close, the repulsion
magnitude is enough for the UAVs to repel each other. Hence, the
minimum distance is always maintained, meaning that collisions are
avoided. As clearly shown in Fig. 6(b), when the UAVs are flying in
similar directions, some ‘‘oscillation’’ takes place. This behavior is not
optimal, and it occurs because we do not take the direction from where
the mobile obstacle (other UAV) is coming from into account. Never-
theless, at all times the safe distance is maintained, and eventually the
UAVs reach their waypoint. During these simulations, we measured
the minimal distance between the two UAVs, the energy usage, and the
time it took for the UAVs to reach the different waypoints. In Table 2
we compare our solution to the same five scenarios without using any
collision avoidance protocol. The goal of this experiment is to measure
the impact of changing the flight plan in terms of flight time, energy
usage, and minimal distance.

5.1. Comparison against a geometric protocol

To better assess the performance achieved by our solution, we will
compare results of the simulations described above against an alter-
native approach known as MBCAP (Mission Based Collision Avoidance
Protocol for UAVs) that was presented in [23,24], and that falls under
the geometric category. The full explanation on how MBCAP works
is outside the scope for this work. However, we will highlight the
main differences between MBCAP, and FFP. In short, MBCAP works by
broadcasting messages between the UAVs, and these messages contain
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Fig. 4. Excess time/minimal distance given a certain frd and 𝛼 value.
Fig. 5. Repulsion function.

Table 2
The time, energy, and safety for various scenarios compared to no collision avoidance
algorithm.

Scenario 1 2 3 4 5 Average
Time [s]

Without FFP 47 41 46 46 173
With FFP 76 80 71 60 178
𝛥 29 39 25 14 5 22.4

Energy [mAh]
Without FFP 570 570 570 570 1575

With FFP 825 848 780 690 1725
𝛥 255 278 210 20 150 182.6

Min. distance[m]
Without FFP 0 0 0 0 0

With FFP 62 91 24 18 11
𝛥 62 91 24 18 11 41.2
6

the positions the UAV will occupy in the next 25 s. Given this array of
positions, the other UAVs can calculate if there will be a collision in
the near future. In case a collision risk is detected, the UAVs will rely
on a finite state machine to handle it. Each UAV has a priority number,
and the UAV with the lowest priority number is required to move aside,
so that the UAV with higher priority can continue its flight. Once the
collision is avoided, the UAV that moved aside goes back to its original
flight path, continuing its flight.

In general, both MBCAP and FFP can be considered equally valid
approaches to the tactical handling of aerial conflicts during flight. The
main differences between MBCAP and the approach that we propose in
this work (FFP) are the following:

1. MBCAP is deterministic; this is not necessarily bad, but it does
imply that a large finite state machine has to be created. This
finite state machine contains many states, with some exceptions
for special cases (such as deadlocks). The approach we propose
in this work is much more general, elegant, and simple, while it
can be understood more easily.

2. To avoid a collision, MBCAP may at times require one of the
UAVs to move aside to allow enough room for the other UAV
to pass by under adequate safety conditions. In the current
approach, we move both UAVs, and they keep on flying. This
might result in a shorter conflict resolution time.

3. MBCAP only works for dynamic (i.e. moving) obstacles, whereas
our current approach can also work with static obstacles.

4. MBCAP mostly preserves the original flight path that was plan-
ned, with minor deviations. Our current proposal, however,
can introduce more deviations from the intended flight path in
certain cases.

In Table 3 we present the results obtained. As explained above,
the time columns refer to the excess time it took the UAVs to reach
the waypoints, i.e. the difference towards a straight flight where no
collision avoidance strategy is used. Furthermore, since we alter the
route, it might take one UAV longer to finish the flight. In all cases,
we measured the time until both UAVs finished their flight (worst-
case values). As we can observe from Table 3, both approaches ensure
that the minimal distance is maintained. However, in most cases, our
proposed solution (FFP) introduces a larger safety distance between
both UAVs, while at the same time reduces the total flight time. On
average, our current approach decreases the additional flight time by
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Fig. 6. Visual representation of the various scenarios being tested. In red the repulsion vector is shown.
41%, while increasing the minimal distance between UAVs by 62% on
average. These significant improvements are achieved because, in our
proposed solution, the UAVs keep moving instead of halting, and most
of the time they keep reducing their distance to the target waypoint. It
is worth mentioning the very significant flight time improvements for
7

scenarios 4 and 5, and especially for the latter one, where a conflict
that previously required 59 additional seconds to be solved, now can
be solved with just 5 additional flight time seconds. This represents a
91.5% decrease, and evidences the high effectiveness of our proposed
FFP method in specific situations.
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Table 3
Differences between our proposed solution (FFP) and MBCAP [23].

Scenario Excess time [s] Min. distance [m]

FFP MBCAP 𝛥 FFP MBCAP 𝛥

1 29 22 +7 62 29 +33
2 39 30 +9 91 35 +56
3 25 35 −10 24 27 −3
4 14 45 −31 18 16 −2
5 5 59 −54 11 20 −9

Mean 22.4 38.2 −15.8 41.2 25.4 +15

Furthermore, we also captured the distance towards the waypoint at
very time instance. For these graphs, we always used the flight path of
AV 1 to ensure that the start and the end position will be exactly the

ame. As we can observe from Fig. 7, one of the advantages of our FFP
pproach (which reduces the flight time) is that the UAV keeps moving,
hile for MBCAP there are stalled periods. Furthermore, we can also
bserve that, in most cases, the UAV keeps flying towards the waypoint.
nly for scenario 3 (see Fig. 7(c)) is the UAV required to move a bit
way from the waypoint in order to avoid the collision. This maneuver
which can also be observed in Fig. 6(c)) took around 20 s; this is also
he reason why the overall flight time (in this specific scenario) of the
FP approach was longer than for the MBCAP approach.

.2. Influence of beaconing frequency

In all of our experiments, the UAVs are broadcasting their position
very 200 ms. However, the frequency of which the UAV broadcast
heir position (i.e. the beaconing frequency) might influence the perfor-
ance of our algorithm. The faster the UAVs broadcast their position,

he more accurate the information. However, broadcasting very often
oes saturate the network. In order to assess the influence of the bea-
oning frequency, we perform various experiments with our simulator.
or each scenario, we perform multiple test, each time varying the
eaconing frequency. We range the time between sending the beacons
rom 200 ms (i.e. 5 Hz) up to 2000 ms (i.e. 0.5 Hz) with a step size of
00 ms. During those tests, we measure the minimal distance between
he two UAVs. The results are shown in Fig. 8. As expected, the minimal
istances between the UAVs does decrease when the interval time
ncreases. Resulting in a higher chance of collision. However, this effect
s minimal, and our robust algorithm is still able to maintain a safe
istance between the UAVs even when the time between broadcasting
he beacons grows.

.3. Influence of difference in UAV speeds

In our other experiments, we assume that all the UAVs are flying
t the same speed (10 m/s). This is of course not something that we
an assume for real world applications. Hence, in this experiment, we
ary the speed of the UAVs. For this experiment we only use scenario 4
nd 5 because in the other scenarios the UAVs would no longer collide.
ne UAV is consistently flying at 5 m/s while the other UAV’s speed
hanges for each experiment. we range the speed of the second UAV
etween 8 m/s and 15 m/s (i.e. a difference of 3 m/s up to 10 m/s). As
hown in Fig. 9, in both scenarios, the minimal distance between the
wo UAVs stays consistent. Again, showing that our algorithm is robust
nd is not effected by the difference in UAV speeds.

.4. Scalability analysis

Now that we have validated the effectiveness of our approach in
ive different representative scenarios, and the influence of several
arameters, we want to test its scalability. To that end, we performed
arious simulations where UAVs are flying following a random path
8

from one point to another). For each experiment, we will increase the
Table 4
Nr. of packets send and received during the mission.

Nr. UAVs Total number of
packets sent

Potentially
received packet

Not received

Out of range Channel collision

10 5669 51021 6646 (13%) 81 (0.16%)
20 9378 178182 33671 (18%) 85 (0.05%)
30 21295 617555 99094 (16%) 191 (0.03%)
40 23694 924066 168255 (18%) 184 (0.02%)

Table 5
Characterization of the minimum distance distribution and chances of collision (i.e.
distance < 10 m) when varying the total number of UAVs.

Nr. of UAVs Without FFP With FFP

𝜇 [m] 𝜎 [m] P(0 < x < 10) 𝜇 [m] 𝜎 [m] P(0 < x < 10)

10 143 119 0.13 155 112 0.01
20 72 87 0.24 91 80 0.03
30 55 64 0.24 74 58 0.03
40 47 57 0.25 64 52 0.04
50 34 39 0.26 55 36 0.04
60 29 34 0.29 51 36 0.05
70 26 31 0.29 49 33 0.05
80 25 25 0.28 48 29 0.05
90 22 23 0.29 46 27 0.05
100 20 22 0.32 41 30 0.06

number of UAVs (starting from 10, and up to 100, with a stepsize of
10). During the simulations, the UAVs are initially placed at a random
position within a square of size 2.5 × 2.5 km (with at least 15 meters
between each UAV). They then follow a random (straight line) path,
which is at least 200 meters long. An example of such a flight is given
in Fig. 10. The UAV’s maximum speed is 10 m/s, although occasionally
this speed might be lower (when it is avoiding an obstacle). The UAVs
broadcast their position using UDP messaging over Wi-Fi (802.11n) in
the 5.8 GHz band. In ArduSim, this communication is modeled based on
theory and real experiments. Hence, UAVs will only (probabilistically)
receive the messages when they are within range, and there is no
network collision. Results are shown in Table 4.

In terms of performance, our purpose is to retrieve more data that
can provide further insight into the actual effectiveness of FFP in chal-
lenged environments (high air traffic congestion scenarios). To this end,
instead of just measuring a single overall value for the minimal distance
between UAVs, we measure the minimal distance that is experienced by
each UAV. In particular, we ran our simulations several times (changing
the initial locations randomly), so that we have at least 100 data points.
These data allow us to calculate the mean and standard deviation of the
minimal distance values. Fig. 11 shows the normal distributions that
describes the set of values obtained on the different simulations.

As we can observe in Fig. 11, the minimal distance detected between
two UAVs decreases when the total number of UAVs (i.e. obstacles)
increases. Evidently this is expected since the squared area where the
UAVs are flying is maintained the same (i.e. 2.5 km × 2.5 km). Hence,
when there are more UAVs in the same area, the node density increases,
and so the minimum detected distance between UAVs is expected to
decrease. However, when using our approach, the UAVs should not
come too close (i.e. possible collisions should be avoided). Based on this
normal distribution, we can easily determine the chances of potential
collisions to take place. In Table 5 we present this information. Due
to the GPS error, the actual UAV position at a certain time could
slightly differ from the one which is assumed, and so this error has
to be taking into account when we want to determine the chances of
collision. In general, the GPS-error is estimated to be of 5 m [31].
Since this error occurs on both UAVs, and since it can be accumulative,
we consider that any distance smaller than 10 meters is a potential
collision. In Table 5 we have calculated the chances of that event
happening depending on the number of UAVs in the scenario.

The results shown evidence that FFP promotes great overall dis-

tances between UAVs, no matter how many UAVs can be found in
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Fig. 7. Distance to the waypoint for the various scenarios.
the scenario. In fact, even when the density is very high (100 UAVs),
we find that the minimum distance between UAVs in on average
41 m, about twice the value we have when FFP is not used. If we
focus specifically on potential collisions (i.e. distance between UAVs
below 10 m), we observe how the chances for this to occur decrease
very substantially when using our FFP approach. Normally, when no
9

collision avoidance algorithm is used, the chances are between 13%
for 10 UAVs, and up to 32% for 100 UAVs. Whereas, by using our FFP
approach, we can see that such collision chances are always maintained
below 6%. Such value, although still having margin for improvement,
represents a good performance level that is similar to other proposals
found in the literature [24].
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Fig. 8. Minimal distance for each scenario while changing the beaconing interval.

Fig. 9. Influence of difference in UAV speeds.

6. Discussion

In this section, we discuss several issues and lessons learnt from
our work. We will start by explaining the strengths and weaknesses
of our FFP algorithm. Then we compare it to our previous algorithm
MBCAP, and explain in which scenarios one algorithm can be preferred
over another. Finally, we discuss other wireless technologies that could
be used instead of Wi-Fi, and what impact this might have on the
performance of our FFP algorithm.

Focusing first on the strengths of the FFP protocol, we find that the
algorithms are computational inexpensive, they scale well, and can be
calculated quickly even when there are many obstacles. In addition, the
repulsion vector can easily be adjusted so that a larger distance between
10
Fig. 10. Example of 10 UAVs performing their random mission.

Fig. 11. Normal distribution for the minimum distance values obtained when testing
scenarios with different numbers of UAVs.

the UAVs is maintained if required. Moreover, our approach can adapt
to both static and mobile obstacles. Finally, our solution allows the
UAVs to keep moving, which tends to decrease the overall flight time
(w.r.t. other approaches that stop the UAVs until an issue is resolved),
meaning also that integration with fixed-wing UAVs can be considered.
However, the main weakness of our approach is that the movement
of the UAV cannot easily be predicted without running the simulation
experiment. In particular, when there are multiple obstacles present, it
is difficult to gain an intuitive understanding of where the UAV will go
next as it is dynamically adapting its flight according to its perceptive
conditions.

These strengths and weaknesses will eventually determine in which
scenarios our FFP algorithm is best used. As explained above, the FFP
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Table 6
Comparison between various communication technologies.

Communication
technology

IEEE standard Theoretical data rate Outdoor range

Wi-Fi 802.11n 600 Mbps 250 m
802.11p 27 Mbps 1000 m

Bluetooth 5 802.15.1 2 Mbps 200 m
ZigBee 802.15.4 250 Kbps 100 m
Wireless Hart 802.15.4 250 Kbps 250 m
Sigfox N/A 50 kbps 40 km

algorithm will always keep the UAVs moving. This leads (in general)
to a small time overhead, which in many cases is preferred. However,
it will cause the UAVs to deviate from their pre-planned mission, and
this behavior is difficult to predict beforehand. Hence, we believe that
this algorithm is best used in scenarios when UAVs can move freely
through the 3D space. However, when slim air corridors are used,
minor deviations to the flight plan and more predictable movements
are preferred. In those cases, the user might opt for our deterministic
algorithm MBCAP instead.

For our approach, we have used Wi-Fi technology to establish
communications between the UAVs. We mainly use Wi-Fi for the fol-
lowing four reasons: (i) many electronic devices have the hardware
required to communicate using Wi-Fi; (ii) the technology exists for a
long time (first generation in 1997), and it is actively maintained; (iii)
it allows modules to communicate in an ad-hoc mode, and thus does
not necessarily rely on any infrastructure to work; and (iv) it allows
two modules to communicate over long distances with a relative fast
speed.

Although, Wi-Fi technology might seem the most straightforward
approach to communicate between UAVs, it is not the only option
available. In cases where the UAVs also need to communicate with
devices on the ground, the topic becomes very interesting, and it is
actively investigated [32]. The main issue is that ground antennas,
available as part of the cellular infrastructure, are not designed to
provide coverage in the skies.

The main criteria for picking a specific wireless technology are com-
munication range, power consumption, antenna size and speed. Assess-
ing the communication range is complicated because many experiments
were conducted on the ground, where there are more obstacles and
other phenomena that interfere with the signal. Nevertheless, we give
an idea of the expected range in Table 6 along with the theoretical
data rate. As one can see, although there exist many options, Wi-
Fi is the most suitable because it provides a good trade-off between
communication range and data rate. Although the power consumption
of Wi-Fi is not the best among these technologies, reaching up to
3 W, it remains acceptable for UAVs. In terms of antenna size, all
these technologies are associated to high frequency bands, meaning
that UAVs are able to carry them.

7. Conclusions and future work

The increased adoption of UAVs for an ever-growing number of
tasks must be accompanied by methods that are able to guarantee flight
safety, especially in those environments where the density of UAVs
flying simultaneously is expected to be high. To this end, different
techniques have been devised in the past few years, adopting a variety
of approaches.

In this work we presented FFP, a protocol based on the Artificial
Force Field concept that is able to offer good performance by reducing
the time overhead introduced by collision avoidance procedures, while
maintaining safety distances high. Through different simulation experi-
ments we have shown that the combination of attraction and repulsion
concepts adopted by our protocol is able to adequately manage the
11

positioning error introduced by GPS-based localization, and to reduce
the additional flight time of UAVs by up to 91.5% compared to another
state-of-the-art solution (MBCAP). Also, in very dense environments, it
is able to substantially improve flight safety, increasing the minimum
distance towards other UAVs between 12 and 25 m.

As future work, we plan to introduce directional force fields instead
of omnidirectional ones in an attempt to further boost performance
by reducing the time overhead involved in the different maneuvers.
Furthermore, we plan to compare our current FFP approach with other
approaches such as machine learning, optimized, and sense and avoid
based approaches.
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