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Abstract: Traditional vehicle ad hoc networks (VANETs) have evolved toward the Internet of 
Vehicles (IoV) during the past ten years with the introduction of 5G communication technology and 
the growing number of vehicles linked to the Internet. The coexistence of IEEE 802.11p and 5G 
becomes critical to build a heterogeneous IoV system that benefits from both technologies, being 
that the IEEE 802.11p standard remains the best option for direct communications and safety-critical 
applications. The IEEE 1609 standard family and the ETSI ITS-G5 standard family both use the IEEE 
802.11p standard as a MAC mechanism. To avoid dangerous situations, vehicles require the periodic 
exchange of awareness messages. With the increase in vehicle density, the MAC layer will suffer 
from radio channel congestion problems, which in turn will have a negative impact on the safety 
application requirements. Therefore, the decentralized congestion control (DCC) mechanism has 
been specified by ETSI to mitigate channel congestion; this was achieved by adapting transmission 
parameters such as transmit power and data rate. However, several studies have demonstrated that 
DCC has drawbacks and suffers from poor performance when the channel load is very high. This 
paper investigates a new promising DCC technique called transmission timing control (TTC), to 
reduce the channel load for periodic cooperative awareness. It consists of spreading the 
transmissions over time to avoid contention on the transmission channel. The objective of the paper 
is to propose an analytical study to calculate the probability of successful transmission using TTC. 
Obtained results showed a convergence between the applied experiments and our mathematical 
model, achieving an error margin of only 5%, which confirms the validity of the equation proposed. 
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1. Introduction 
Recent years have seen the transformation of conventional vehicle ad hocnetworks 

into the Internet of Vehicles (IoV) driven by the Internet of Things (IoT), which promises 
enormous scientific value and commercial interest [1]. As a result, scientists and 
researchers are constantly exploring and creating cutting-edge wireless technologies for 
vehicle communication. In this sense, the introduction of 5G gives the wireless network 
access to more spectrum resources, enabling vehicle-to-everything applications that allow 
for enormous data delivery and low-latency communications. However, vehicular 
communications still require direct short-range communications (DSRC) to enable safety-
related applications in order for data to be transferred successfully and promptly without 
going via an access point [2,3]. Hence, combining short-range technologies (IEEE- 
802.11p/ITS-G5) [4] and long-range technologies (5G) is still necessary for seamless 
network connectivity in order to maximize the benefits of each of them, and thus achieve 
improved vehicular communications [5–7]. 

One of the most significant use-cases for safety-related applications in the IoV is 
cooperative awareness [8]. It is provided by a beaconing mechanism in which cars 
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periodically broadcast a beacon message known as cooperative awareness message (CAM) 
in Europe [9], as standardized by the European Telecommunications Standards Institute 
(ETSI) [10]. In the USA the message is called a basic safety message (BSM), which is used 
by the IEEE 1609.0 standard known under the work named the “Wireless Access in 
Vehicular Environment” (WAVE) [11,12]. The transmission frequencies for CAM/BSM 
messages generally range from 1 to 10 Hz, where each vehicle communicates with its 
neighbors to advertise location, speed, and direction. This enables better visibility of the 
neighborhood in real-time and increased driver awareness. Typically, the control channel 
(CCH) is the frequency channel where the CAM/BSM is delivered, and the service 
channels (SCHs) are open to non-safety traffic. Controlling access to the collision area is 
required since vehicles use the same radio channels. It can be defined as the radio range 
covering the one-hop and two-hop neighbors of each vehicle, which causes the known 
direct and hidden collision problems, respectively [5].The medium access control (MAC) 
layer controls the access to the communication medium. It is essential to the 
administration of the channel. The IEEE 802.11p standard’s MAC layer [3] is selected as 
the top candidate for short-range vehicle communication. Enhanced distributed channel 
access (EDCA) is a distributed channel access that uses the carrier sense multiple 
access/collision avoidance (CSMA/CA) technology to reduce the likelihood of collision 
between multiple vehicles accessing the medium. Its mechanism is based on 
retransmission techniques, backoffs, and carrier sensing (CS). Its simplicity, dynamic 
nature, and asynchronicity make it a commonly used contention-based MAC approach. 

In North America, the WAVE architecture implements the MAC layer using 
802.11p/1609.4 standards, offering a switching mechanism between many physical 
channels [13,14]. As a result, the “start-of-interval contention” problem may arise 
immediately after channel switching from SCH to CCH since several WAVE devices may 
begin the channel access contention period at the same time [15,16].This causes a 
significant collision risk, particularly when the network is dense. 

The backoff mechanism is the only method of congestion control for safety message 
beaconing in a WAVE system which uses a short contention window length (CW). This 
method is insufficient to stop many vehicles from using the channel at the same time. It 
might lead to significant issues while supporting real-time applications with high 
communication reliability and low latency, such as safety message beaconing under 
dynamic topologies. Most of the planned asynchronous MAC for V2V under IoV are still 
based on CSMA/CA. 

In a previous work we have proposed a novel scalable random access MAC for 
vehicular networks with the objective to prevent the start-of-interval contention problem, 
which occurs upon switching to the CCH. The aim was to provide an efficient one-hop 
broadcast access to the CCH, attempting to minimize the risk of direct and hidden 
collision problems. The proposal is called CSSA MAC [17] (carrier sense for slotted-
ALOHA random multiple access MAC), and it tries to combine the advantages and 
simplicity of the two MAC mechanisms: CSMA and Slotted-ALOHA (S-ALOHA) [18]. It 
can be seamlessly integrated in IEEE 1609.4 on top of the IEEE 802.11p standard. Its main 
idea is to spread the transmission time of beacons of the contending vehicles over a 
spreading window (SW) within the CCH interval. Therefore, this interval is virtually 
slotted, the same way as the S-ALOHA MAC method, where the virtual slots represent 
the possible start of transmission times (STT) of the beacons. The beacon spreading process 
relies on randomly selecting the STT from the SW by contending vehicles. Hence, with this 
mechanism, the CSSA MAC aims to ensure a more efficient use of the limited bandwidth 
available. 

The objective of this paper is to calculate, through both analytic and simulation 
studies, the probability of a successful transmission when adopting the CSSA MAC 
protocol. To this end, it is important to predict the number of occupied virtual slots or STTs 
which can be extracted from the SW size, as well as the number of contender vehicles, and 
then to estimate the number of beacons assigned to each STT. 
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The remainder of this paper is organized as follows: Section 2 presents related work 
on the topic, while Section 3 describes the proposed CSSA MAC. The analysis of the 
successful transmission probability is demonstrated in Section 4, followed by a discussion 
in Section 5, where the strengths and limitations of the proposal are presented. Finally, 
the paper is concluded in Section 6, highlighting the main findings and future work. 

2. Related Work 
The performance of beaconing within the context of vehicle networks using the 

CSMA-like MAC-based systems has been widely investigated in the literature, and all the 
proposed protocols are categorized according to the method adopted. 

They can be classified under two important classes: EDCA parameter adaptation 
mechanisms, and distributed congestion control (DCC) mechanisms. The CSMA/CA 
parameters, such as the contention window (CW) and access priority, are the only 
mechanisms that the EDCA parameter adaptation acts upon. The CW value used in the 
standard is deemed to be not optimal, according to researchers who have been studying 
and addressing the backoff problem [19,20]. In this regard, several modified backoff 
algorithms have been published in the literature [21–52]. However, establishing an 
optimal contention window size is a difficult challenge to achieve. Increasing the CW size 
can lead to the beacon expiration problem; in addition, decreasing its size may lead to an 
increased number of collisions. Therefore, adapting only the contention window is not 
sufficient to decrease the risk of collision under high contention. 

Regarding the second class, the basic goal of distributed congestion control (DCC) 
techniques in the context of vehicular communication is to reduce the strain on shared 
communication channels, and to coordinate equitable channel access among cars in the 
context of vehicular communication. To this aim, the DCC transmission parameters such 
as (1) the transmitted power, (2) the generation rate, (3) the transfer rate, and (4) the 
transmission time are often dynamically adjusted by the congestion control algorithms 
[53]. Through cross-layer design, the European ITS architecture ETSI standard provides 
the option to adapt these parameters. Note that the transmission timing control is not 
standardized yet. Instead, a more comprehensive survey of DCC-based approaches for 
vehicular environments is provided and categorized in [54] with the goal of identifying 
outstanding open problems, along with potential future research areas. 

The most obvious way to manage channel load in congested situations in a vehicular 
network is to adjust the beacon rate generation. Since vehicles often travel at modest 
speeds in densely populated areas, reducing the frequency of beaconing has proven to be 
a successful method for reducing congestion [55–68]. However, the rate adaptation of such 
beacons should be properly developed because sending fewer messages can easily have 
the effect of harming rather than benefiting the performance of safety applications. It is 
important to consider how this change would affect each safety application because it 
remains unknown whether or not all applications can handle such a reduction. Moreover, 
predicting a maximum value between 5Hz and 10Hz might be problematic in some 
circumstances since the maximum frequency of these signals is still an open research 
problem. The third DCC mechanism is data rate adjustment. It requires employing high 
data rates at a high vehicle density to shorten a beacon’s transmission time. In practical 
terms, this refers to using signal modulation that results in a smaller channel occupation 
[69,70]. However, any modulation that produces a higher data rate often demands a 
higher signal-to-noise (SNR) ratio at the receiver in order to be successfully demodulated 
[68]. Adjusting the transmission power is another option that may be used to reduce 
channel congestion by reducing the number of nearby vehicles while maintaining 
network cohesion. It thereby remains as one of the most researched approaches among 
DCC-like mechanisms. In fact, it can reduce interference and improve the probability that 
surrounding vehicles will be able to successfully receive signals [46,68,71]. In some cases, 
transmission power regulation can be quite effective, but it cannot be viewed as a 
universal VANET communications solution. 
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The transmission timing control is a promising technique in this category, which is 
not standardized yet. It comprises spreading the density of transmissions over the CCH 
interval, which is an effective solution to avoid contention on the transmission channel. 
Some proposals in the literature [72–74] have investigated the idea of spreading out the 
channel access of the transmitters during the CCH interval in order to avoid the 
contention problem. However, these mechanisms propose a slight modification to the 
IEEE 1609.4 standard to improve it, and they do not investigate the level of contention 
according to the channel load through an analytical study. Moreover, the optimal interval 
of spreading should be designed carefully by taking into consideration the number of 
contending vehicles, because a large interval with few contenders will increase the 
transmission delay beacon expiration problem. On the other hand, a small interval with a 
high number of contenders leads to increasing the probability of collisions. The best 
adaptation remains an open problem, and many solutions still suggest those that use 
machine learning for smart- and self-optimization of network parameters [45,75,76]. 

Hence, in this paper we specifically address this issue, proposing a novel DCC 
technique that attempts to reduce the channel load for periodic cooperative awareness. 

3. Taxonomy of MAC Proposals 
The previous section presents many different variants and alternatives that have 

been proposed based on a CSMA-like MAC to improve the transmission efficiency by 
adapting the transmission parameters of the IEEE WAVE/802.11p standard. The 
adaptation is performed according to some mechanisms such as channel load estimation 
(local density estimation), along with vehicles’ coordinate information such as speed and 
position of vehicles, time of packet sending, beacon collision/expiration detection, and 
local beacon expiration estimation. Therefore, we introduce a taxonomy that can be 
helpful to have a global view and general understanding of works in this area. Table 1 
shows a classification of the proposed protocols according to their transmission 
parameters, and the adaptation mechanism which they act on. 

Table 1. Classification of CSMA-like MAC protocols. 

 

Beacon 
Collision 
Detectio

n 

Beacon 
Expiratio

n 
Detectio

n 

Beacon 
Expiratio

n 
Estimati

on 

Local 
Density 
Estimati
on/CBR 

Vehicles’ 
Coordinate 
Information 

CW 
Adaptati

on 

Access 
Priority 

Tx 
Timing 

Tx 
power 

Packet 
Rate 

Positio
n 

Speed 

CSSA MAC [17]    X     X   
PPCA [71]         X   
FLB [25]    X   X     
DCW [24]    X   X     
MBA [26]    X   X     
Geo-backoff [20]     X  X     
SBB [21]      X X     
RB [31]  X     X     
Adapt_EDCA 
[33] 

   X   X X  X  

RES [67]         X   
CBA[33]    X       X 
PTS [16]     X X X  X   
SPMA [50] X       X    
CEB [51]   X    X     
DTB-MAC [52]         X   
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LIMERIC[56]    X       X 
VAR [55]    X       X 
RPC [36]    X X     X X 
RBRC [42]     X X     X 
ABGR [43]    X  X     X 
DCAP [72]    X       X 
BMSF [74]    X   X    X 
Adpt-EDCA [44]    X   X X    

4. The CSSA MAC Protocol 
The CSSA MAC protocol consists of two parts: (1) the first spreadsthe vehicle’s 

beacons at the beginning of each CCH interval, where they are spread in time over the SW 
(a STT is randomly allocated for each beacon). Such a solution can be enabled through a 
minor modification to the IEEE 1609.4 standard; and (2) the second uses medium access: 
when the STT is reached, a vehicle has a chance to access the channel, and attempts to 
transmit using the conventional IEEE 802.11p’s CSMA/CA. The system under 
consideration is formed by vehicles which have the same communication range, as well 
as the carrier sensing range. The system uses the MAC protocol as defined in IEEE 
802.11p/1609.4, and operates in one CCH, which is used for the transmission of a beacon 
message, also known in the WAVE architecture as a BSM (CAM in the ETSI architecture). 
These messages are always transmitted at the beginning of each CCH interval. All the 
vehicles transmit beacon packets of the same size, at the same transmission rate λ, and 
start at the same time instant. It is assumed that the transmission duration between two 
successive beacons is equal to the CCH interval, being reasonable to limit the lifetime of a 
beacon message to one CCH interval. The time synchronization at the MAC layer can be 
obtained easily using GPS timestamps. The CCH interval is partitioned into a variable 
number of virtual STTs, where their borders and size are calculated at the beginning of 
each CCH interval according to the beacon size and the beacon transmission rate, as 
shown in Figure 1. 

 

Figure 1. Sync interval, guard interval, CCH interval and TTD interval. 
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The duration of the TTD for the beacon’s transmission consists of a guard time 
𝑻𝑻𝑮𝑮𝑮𝑮𝑮𝑮𝑮𝑮𝑮𝑮 , which is a guard interval that accounts for the propagation delay and timing 
inaccuracy, an AIFS period, the minimum contention window (CWmin) interval, and the 
beacon transmission time (TBeacon). Note that the CWmin is used to ensure competition 
between the vehicles having selected the same STT, when they arrive at the MAC layer. 
The duration of the 𝑇𝑇𝑇𝑇𝑇𝑇 used can be adjusted according to the CW value and the chosen 
beacon size, as presented in Equation (1): 

TTD = TGuard + TAIFS + TCW + TBeacon (1) 

After that the channel is slotted virtually, the size of STTCCH is calculated according 
to Equation (2): 

|STTCCH| = ��
1
γ
�  div TTD� (2) 

whereγ refers to the beacon transmission rate (note that �1
γ
� is equal to the CCH interval). 

The proposed idea consists of randomly spreading the beacon, based on the S-
ALOHA principle, throughout the entire SW time interval; with the main goal to prevent 
simultaneous channel access attempts. The size of the SW can cover the whole CCH 
interval, or part of it, so it can vary within the following range: 𝑺𝑺𝑺𝑺 ∈  [1, |STTCCH| − 1]. 
CSSA MAC adjusts the SW according to the number of neighbors or the local density (LD) 
within a two-hop range, where the beacon messages are used as the notification. At the 
beginning of each CCH interval, each vehicle updates the size of their SW according to 
the local density. When beacons arrive to the IEEE 1609.4 layer, they are spread randomly 
over the SW and each wait for the duration time before being passed on to the MAC layer 
(see Figure 2). 

 
Figure 2. CSSA MAC functioning: (a) beacons simultaneously arriving to the IEEE 1609.4 layer; (b) 
beacons being spread over the SW. 

When it is time for a vehicle to access the MAC layer (i.e., IEEE 802.11p) it may bethat 
several beacons fall within the same STT, meaning that they will compete for channel 
access. Before transmitting the beacon packet, each vehicle invokes the backoff procedure 
using the minimum contention window interval (CWmin) to reduce the collision 
probability between them. When the counter reaches zero, the vehicle broadcasts its 
beacon. If there are no contenders for the selected STT, the vehicle transmits successfully 
without any contention; otherwise, it will face the risk of collision (see Figure 3). 
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Figure 3. CSSA MAC functioning: beacons arriving to the IEEE 802.11p layer and being transmitted 
using the CSMA method. 

5. Analysis of Successful Transmission Probability 
Spreading the beacons of vehicles over the SW results in a set of occupied STTs where 

each of them receive at least one beacon. The calculation of the average successful 
transmission probability depends on predicting the number of beacons in each occupied 
STT, where vehicles therein compete to gain access to the channel. Therefore, the Imbrical 
Spreading Function (ISF) is proposed. Yet, before that, it is important to predict the 
number of occupied STTs. 

5.1. Predicting the Number of Occupied STTs 
The first step to be investigated is predicting the number of occupied STTs after 

beacon spreading. This is equivalent to the famous occupancy problem [77], where (m) 
distinguishable balls are randomly distributed into (n) distinguishable boxes. 

To begin with, let Om,nbe the random variable which determines the number of the 
occupied boxes when distributing (m) distinguishable balls into (n) distinguishable boxes, 
and P�Om,n = k�  be the probability that (k) boxes are occupied. The probability is 
calculated as shown in Equation (3): 

P�Om,n = k� =
U(m, n, k)
N(m, n)  (3) 

where U(m, n, k) gives the number of possible ways to distribute (n) balls in (k) boxes,and 
(k) boxes are occupied. N(m, n) represents all possible cases of distributing (n) balls over 
(m) boxes [78].U(m, n, k)is defined as presented in Equation (4): 

𝑼𝑼(𝒎𝒎,𝒏𝒏,𝒌𝒌) = 𝑨𝑨𝒌𝒌𝒎𝒎𝑺𝑺(𝒎𝒎,𝒏𝒏,𝒌𝒌) (4) 

𝑺𝑺(𝒎𝒎,𝒏𝒏,𝒌𝒌) =
1
𝒌𝒌!
�(−1)𝒋𝒋
𝒌𝒌

𝒋𝒋=0

(𝒌𝒌 − 𝒋𝒋)𝒎𝒎  

where 𝐴𝐴𝒌𝒌𝒎𝒎 representes all the possible arrangements of (k) occupied boxes over (m) boxes 
and S(m, n, k)is named “the Stirling number of the second kind”. This way, the deduced 
expression of Equation (4) can be written as: 

U(m, n, k) = �n
k��(−1)j

k

j=0

(k − j)m (5) 
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The number of all possibilities by which (m) distinguishable balls can be distributed 
into (n) distinguishable boxes is: 

N(m, n) = nm (6) 

Equation (3) can be deduced from Equations (5) and (6), and can be written as 
presented in Equation (7): 

P�Om,n = k� =
�n

k�∑ (−1)jk
j=0 (k − j)m

nm
 (7) 

Equation (7) is implemented and compared with a simulation performed in 
MATLAB, where N beacons are distributed 200 times over a SW. Note that, in all 
simulations, the size of the SW is taken as being arbitrarily equal to the number of beacons 
(NB=SW). The graphs of Figure 4 present a comparison between the analytical and 
simulation results where NB is equal to 10 beacons. It shows a match in the results which 
confirms the correctness of the equation used. Instead, Figure 5 shows some examples of 
distributing 10 beacons over a SW of 10 STTs. It is notable that in Figures 4 and 5 the 
highest occupancy value is 7, denoted by the connected red line, compared to the 
occupancy value 6, indicated by the dotted red line. 

 
Figure 4. Comparison between the analytical and the simulation results of the occupancy 
probability for a number of beacons equal to 10, where SW=NB. 
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Figure 5. An example of simulation results performed in MATLAB of distributing 10 beacons over 
the SW of 10 STTs. 

Figure 6 show the occupancy probability when varying the number of occupied STTs. 
It is noticeable that the occupancy possibilities do not have the same probability of 
appearance. In each experience, there is one occupancy possibility which has the highest 
probability; thisis called the highest occupancy possibility (HOP) and is indicated by the 
red circle. 

 
(a) 

 
(b) 

 
(c) 
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Figure 6. Comparison between analytical and simulation results of the occupancy probability for a 
different number of beacons, and where SW=NB. 

Figure 7 presents the impact of the SW size on the occupancy possibilities and on the 
HOP, for different values of the NB (number of beacons) parameter. It is shown that, when 
the SW increases, the whole graph shifts to the right, and the value of the HOP gets closer 
to the maximum number of beacons. This means that the occupied STTs will receiveonly 
one beacon (on average) as the SW increases. 

 
(a) 

 
(b) 

 
(c) 

Figure 7. Impact of the SW size on the occupancy possibilities and on the HOP. 

A more general study about the impact of the SW on the HOP is needed to ascertain 
the previous results. Let HOP(NB, SW) be the function which returns the HOP value when 
spreading NB beacons over the SW. This way, the occupancy ratio (OR) can be defined as 
shown in Equation (8): 

OR(NB, SW) =
HOP(NB, SW)

NB
 (8) 

lim
HOP→1

OR ≈ 0, lim
HOP→NB

OR = 1.  

The worst case takes place when the HOP is equal to 1, meaning that the occupancy 
is minimal, and the best case occurs when the HOP is equal to the number of beacons 
(NB); in this case, each occupied STT receives only one beacon. 

Now, let us define the average occupancy ratio (AvgOR) for a set of NB values, and 
for a given SW. The AvgOR can be determined as presented in Equation (9): 
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∀ SW ∈ SWset,∀ NB ∈  NBset: 

AvgOR(SW) =
∑ HOP(NB, SW)NB

│NBSet│
 

(9) 

Figure 8 shows the analytical and the simulation results of theAvgOR, where the 
average results of a different number of beacons are taken:  NBset =  {i /i =
10, . . , n, and ∆i = 5}, for each SW size. The SW sizes taken represent a set of multiples of 
NB, where  SWset = {k ∗ NB/ k = [1, 3],∆k = 0.2}. Note that, when multiple NB values 
equal zero (k=1), it means that the SW has just one STT (SW=1). It is notable from the graph 
that the results of both the analytical and simulation graphs clearly match each other. 
Moreover, the occupancy ratio increases when the SW size increases. 

 
Figure 8. Impact of SW size on the average occupancy ratio. 

The results of the AvgOR graph can be used as a model to estimate and predict the 
number of occupied STTs, noted as HOP, for any number of beacons belonging to the 
NBset, spread over any SW size belonging to the SWset. 

The HOP can be extracted using Equation (10), and the ISF can then be computed 
recursively as follows: 

∀ SW ∈ SWSet,∀ NB ∈  NBSet: 

HOP(NB, SW) = Round[AvgOR(SW/NB) ∗  NB] 
(10) 

5.2. Predicting the Number of Beacons in the Occupied STTs 
The second stage in the process of calculating the average successful transmission 

probability is to predict the number of beacons in each STT. To this end, the 
ImbricalSpreading Function (ISF), as shown in Algorithm 1, performs the spreading 
process multiple times over the occupied STTs recursively in a nested loop. After each 
round of beacon spreading, the function assigns one beacon to each occupied STT and, in 
the next round, the remaining ones are respread once again exclusively over the 
previously occupied STTs. The process is repeated several times until there are no beacons 
left to be spread. 

The ISF calculation is performed based on the highest occupancy possibility (HOP) 
function presented in Equation (10). The notification IFS(NB, SW)  can be read as the 
recursive distribution of NB beacons over the SW spreading window. For thispurpose, 
letHOPr(i) be the highest occupancy possibilities in round (i) of spreading, and let RBr(i) 
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be the remaining beacons in round (i) of spreading, whereNBr(i) represents the number 
of beacons to be spread in round (i), and SWr(i) is the spreading window of round (i). 
The ISF function is defined as follows: 

Algorithm 1: Imbrical Spreading Function  
1:  Input: NB and SW 
2:  Output: Array of HOPr of the spreading rounds 
3:    NBr(1) = NB;  SWr(1)) = SW; i=1; 
4:  WhileNBr(i) ≠ 0 Do 
5:        HOPr(i) = HOP�NBr(i), SWr(i)�; 
6:        RBr(i) = SWr(i) −  HOPr(i); 
7:        NBr(i + 1) = RBr(i); 
8:        SWr(i + 1) = HOPr(i); 
9:        i ≔ i + 1 
10:  end 

After executing the ISF function, the following information can be extracted. Let 
HOPset be the set of the highest occupancy possibilities of all the rounds, and NSTT(i) be 
the number of STTs which receive (i) beacons, and finally, letNSTTset  be the set the 
occupied STTs which have the same number of beacons. They can be defined as follows: 

𝑯𝑯𝑯𝑯𝑯𝑯𝑯𝑯𝑯𝑯𝑯𝑯 = {𝑯𝑯𝑯𝑯𝑯𝑯𝑮𝑮(𝒊𝒊)/ 𝒊𝒊 = 𝟏𝟏,𝟐𝟐. .𝒏𝒏}  

𝑵𝑵𝑺𝑺𝑻𝑻𝑻𝑻(𝒊𝒊) = |𝑯𝑯𝑯𝑯𝑯𝑯𝑮𝑮(𝒊𝒊) −𝑯𝑯𝑯𝑯𝑯𝑯𝑮𝑮(𝒊𝒊 + 𝟏𝟏)|  

𝑵𝑵𝑺𝑺𝑻𝑻𝑻𝑻𝑯𝑯𝑯𝑯𝑯𝑯 = {𝑵𝑵𝑺𝑺𝑻𝑻𝑻𝑻(𝒊𝒊)/ 𝒊𝒊 = 𝟏𝟏,𝟐𝟐. .𝒏𝒏 }  

Table 2 and Table 3 show the analytical results of an application example generated 
by the imbrical spreading function with (NB, SW)=(10,10) and (NB, SW)=(15,15), 
respectively. Furthermore, the function is implemented in MATLAB, and compared with 
a simulation of spreading beacons over a SW. 

Table 2. Application example of the imbrical spreading function where (NB, SW)=(10,10). 

i NBr SWr AvgOR HOPr RBr NSTT 
1 10 10 0.7 7 3 4 
2 3 7 0.8 3 0 3 
3 0 3 0 0 0 0 

Table 3. Application example of the imbrical spreading function where (NB, SW)=(15,15). 

i NBr SWr AvgOR HOPr RBr NSTT 
1 15 15 0.7 10 5 6 
2 5 10 0.8 4 1 3 
3 1 4 0.98 1 0 1 
4 0 1 0 0 0 0 

Figure 9 and Figure 10 present a comparison between the theoretical distribution of 
beacons extracted from Table 2 and Table 3, and some simulation results showing the real 
occupancy distribution status of the SW using the same spreading parameters. Due to the 
random nature of the simulation, it may bethat some distributions do not provide the 
exact same result as the ISF function; yet, in general, the ISF function and the simulations 
return similar results. 
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Figure 9. Visualization of Equation (3). 

 
Figure 10. Comparison between the theoretical distribution of beacons using the ISF function and 
the simulated distribution where (NB, SW)=(10,10). 

The information extracted from Table 2 is presented as follows: 
• The HOPset = {7,3,0} 
• NSTT(1) = |HOPr(1) −  HOPr(2)| = 4, means that there are “4” STTs which receive 

“1” beacon. 
• NSTT(2) = |HOPr(2) −  HOPr(3)| = 3, means that there are “3” STTs which receive 

“2” beacons. 
• NSTTset = {4,3}, means that there are “4” STTs with“1” beacon and “3” STTs with“2” 

beacons. 

The information extracted from Table 3 is presented as follows: 
• The HOPset = {10,4,1,0} 
• NSTT(1) = |HOPr(1) −  HOPr(2)| = 6, means there are “6” STTs which receive “1” 

beacon. 
• NSTT(2) = |HOPr(2) −  HOPr(3)| = 3, means there are “3” STTs which receive “2” 

beacons. 
• NSTT(3) = |HOPr(3) −  HOPr(4)| = 1 , means there is“1” STT which receives “3” 

beacons. 
• NSTTset = {6,3,1}, means that there are “4” STTs with“1” beacon and “3” STTs 

with“2” beacons. 

5.3. The Successful Transmission Probability Calculation 
The average successful transmission probability of the occupied STTs can be 

calculated by predicting the number of occupied STTs, as well as the number of beacons 
in each STT, as shown in the previous sections. Notice that successful transmission in each 
STT is considered in only two cases. The first if the STT contains only one beacon, so the 
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vehicle gains access to the channel without contention, and, in the second case, if only one 
of them sends its beacon exclusively. This means that the backoff of the winner must be 
unique compared to the other contenders, and expires before them, otherwise a collision 
will occur. These phenomena can be modeled by Equation(11) defined as p(k, cw, d,v) 
[28], and visualized in Figure 9. It represents the probability that k vehicles generate 
beacon messages at the same time, and select the backoff counter from the contention 
window of w slots, and (d-1) have passed from the count down before the first 
transmission attempt, and that v003C<=2264k ≤vehicles transmit the backoff number d. 

P(k, w, d, v) =  �1 −
d − 1

w
�
k

�k
v� �

1
w − d + 1

�
v

�1 −
1

w − d + 1
�
k−v

 (11) 

where: 

• ( 1
W

) is the probability that a vehicle selects one of the backoff numbers d from w; 
• (1 − d−1

w
) is the probability of not selecting a backoff number lower than d which 

represents the interval [0,d-1]; 
• (1 − 1

w−d+1
) is the probability of not selecting slot d among w-d+1; 

• �k
v� represents all the possibilities where v among k vehicles can select d. 

The probability of successful transmission will be equal to “one” if one and only one 
vehicle (v=1) can select the backoff number d. Let T(k, w) be the random variation which 
counts the number of transmissions at one occupied STT among 𝒌𝒌 contenders. Therefore, 
P(T(k, w) = 1) represents the successful transmission probability of one occupied STT, as 
shown in Equation (12): 

𝑯𝑯(𝑻𝑻(𝒌𝒌,𝒘𝒘) = 𝟏𝟏) =  �𝑯𝑯(𝒌𝒌,𝒘𝒘,𝑮𝑮,𝟏𝟏)
𝒘𝒘

𝑮𝑮=𝟏𝟏

 (12) 

From this, the average successful transmission probability, denoted as Avg 
STP(NB,SW,CW), applies to all the occupied STTs during a SW interval with a given CW 
(contention window).It can be calculated using Equation (13): 

𝑨𝑨𝑨𝑨𝑨𝑨𝑺𝑺𝑻𝑻𝑯𝑯(𝑵𝑵𝑵𝑵,𝑺𝑺𝑺𝑺, 𝒄𝒄𝒘𝒘) =
∑ ∑ 𝑯𝑯(𝑻𝑻(𝒊𝒊, 𝒄𝒄𝒘𝒘) = 𝟏𝟏)𝑵𝑵𝑺𝑺𝑻𝑻𝑻𝑻(𝒊𝒊)

𝒋𝒋=𝟏𝟏
|𝑵𝑵𝑺𝑺𝑻𝑻𝑻𝑻𝑯𝑯𝑯𝑯𝑯𝑯|
𝒊𝒊=𝟏𝟏

𝑯𝑯𝑯𝑯𝑯𝑯𝑮𝑮(𝟏𝟏)
 (13) 

where HOPr(1) returns the number of all the occupied STTs generated from the first 
spreading round by the ISF function, HOPset is the set of the different highest occupancy 
possibilities of the different spreading rounds, and  NSTT(i) represents the number of 
STTs which receive exactly i beacons. 

To ensure the correctness of the analytical study, the ISF function is implemented and 
compared with a simulation performed in MATLAB (see Figure 11). In this experiment, 
the simulated spreading of each configuration (NB, SW) is repeated 200 times, and the 
average result is taken. Note that, in all simulations and studies, the size of the SW is taken 
as being equal to the number of beacons (NB=SW). The results are presented in Figure 12, 
and they show a match between the two graphs which confirms that the analytical study 
is acceptable for general cases. 
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Figure 11. Comparison between the theoretical distribution of beacons using the ISF function and 
the simulated distribution, where (NB, SW)=(15,15). 

 
Figure 12. Comparison between the simulation and the analytical results of the average successful 
transmission probability of the CSSA MAC protocol. 

6. Discussion 
The CSSA MAC considers the access scheme and the channel switching problem 

concurrently. The main advantage of CSSA MAC is the combination of the principles of 
two famous random medium access methods. In addition, it also has the advantage of 
being simple to implement over the physical layer of IEEE 802.11, and not requiring any 
additional overhead for the synchronization between contending vehicles. 

It adopts the spreading technique used in S-ALOHA, consisting of assigning each 
beacon a random slot (STT). This decreases the “start-of-interval contention” problem, 
taking place when a high number of vehicles attempt to transmit at the same time 
(beginning of the CCH period). On the other hand, the CSSA MAC uses the contention 
period generated from a CW before sending, which is adopted in the CSMA method. 
Additionally, it tries to reduce the risk of collisions for the slotted method used by S-
ALOHA, when two or more vehicles select the same STT and start transmitting. This way, 
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the CSSA MAC allows beacons to be spread, thereby avoiding high contention when 
switching to the CCH channel, forcing them to instead contend at the beginning of each 
STT to minimize collisions. 

The analytical study performed in this paper allows predicting the number of 
occupied virtual slots or STTs, which can be extracted from the SW size and the number 
of contender vehicles, and then estimate the number of beacons sent to each STT. The 
objective is to predict the probability of successful transmission of the CSSA MAC 
protocol; our simulation study confirms the correctness of the analytical prediction. 

Adapting the two parameters, SW and CW, as a function from the number of 
contending stations has not been studied in this work. They have an important role in the 
performance of the proposed protocol as increasing their sizes has the side effect of 
lowering the efficiency in case of a low number of contending stations; implying that a 
high fraction of the channel time is wasted. On the other hand, decreasing them will 
increase the number of active vehicles per STT, which increases their chance of successful 
transmission. Therefore, in a scenario with a high number of vehicles, the collision risk 
increases. 

Regarding the limitations of the CSSA MAC scheme, the fact that the CSSA MAC 
method works randomly means there is still a risk that several stations pick similar STT 
values. Therefore, it is likely that several vehicles will contend to access the channel on 
thesame STT. In this case, the protocol relies on the IEEE 802.11p CSMA/CA procedure to 
reduce the risk of simultaneous transmissions. When a vehicle succeeds in transmitting in 
a given STT, the other vehicles around should again contend to transmit in the following 
STT. Obviously, the higher the number of contending vehicles, the higher the collision risk 
will be. 

The proposed solution does not add any additional signaling exchanges, to avoid the 
risk of hidden collisions, and the vehicle that successfully transmits in a given STT will 
not transmit through the same STT in the next CCH intervals. Thus, contention will take 
place at future occasions due to lack of a memory mechanism, which is a feature that 
allows to seamlessly adapt to the constantly changing conditions of vehicular 
environments. 

7. Conclusions 
The focus of this paper was to investigate, through analytical and simulation-based 

studies, the probability of a successful transmission of the CSSA MAC protocol previously 
proposed for vehicular networks with the objective to prevent the start-of-interval 
contention problem which occurs upon switching to the CCH. 

To this end, the ISF is proposed to predict the number of occupied virtual slots (or 
STTs) from both the SW size and the number of contender vehicles, and then to estimate 
the number of beacons sent to each STT. Both simulation and analytical analysis revealed 
similar results, and highlight the effectiveness of the ISF compared to the legacy CSSA 
MAC solution by efficiently spreading beacons among the available slots. 

As future work, the proposed scheme will be tested in scenarios where hidden 
collision issues take place, as well as emergent collisions caused by vehicular mobility. 
Obviously, dynamically determining the number of contending vehicles is a challenge 
that has to be addressed in order to adapt parameters SW and CW. Moreover, the proposal 
will be compared with other protocols in order to prove its superior performance. 

As mentioned before, the arrival of 5G technology offers IoV communications the 
opportunity to deliver huge amounts of data, and to decrease the latency of transmission, 
being an ideal companion to extend IEEE-802.11p/ITS-G5 technologies, as the latter will 
focus on enabling direct communications in a flexible way without infrastructure 
requirements. Therefore, more work is necessary in order to highlight the limitations and 
advantages of each technology by emphasizing the most significant use-cases for each of 
them, highlighting how they can be optimally integrated and optimized. 
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